
www.ijcrt.org                                                         © 2021 IJCRT | Volume 9, Issue 7 July 2021 | ISSN: 2320-2882 

IJCRT2107565 International Journal of Creative Research Thoughts (IJCRT) www.ijcrt.org f313 
 

Continuous and Obvious User Authentication for 

Secure Web Services 

 

N ANIL CHAKRAVARTHI, N RAKESH REDDY, K GREESHMA 

ASSISTANT PROFESSOR,STUDENT,STUDENT 

DEPT OF COMPUTER SCIENCE 

RAGHU INSTITUTE OF TECHNOLOGY ,VISAKHAPATNAM,INDIA

Abstract 

Session control in distributed web services is traditionally based mostly on username and password, 

specific logouts and mechanisms of user session expiration using conventional timeouts. Emerging 

biometric alternatives allow substituting username and password with biometric data throughout session 

establishment, but in any such method though a single verification is deemed sufficient, and the identity 

of a user is appeared immutable throughout the entire session. Additionally, the duration of the session 

timeout may also additionally have an effect at the usability of the service and consequent customer 

satisfaction. This project explores promising alternatives offered via utilizing biometrics in the 

management of sessions. A secure protocol is defined for perpetual authentication via continuous user 

verification. The protocol determines adaptive timeouts primarily based totally mostly on the quality, 

frequency and sort of biometric data transparently acquired from the user. Finally, the current prototype is 

discussed. 
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Introduction:

This project explores promising options offered through making use of biometrics in the control of sessions. A 

secure protocol is described for perpetual authentication via continuous user verification. The protocol 

determines adaptive timeouts primarily based totally at the quality, frequency and form of biometric data 

transparently obtained from the person. This project presents a brand new approach for user verification and 

session management that is implemented in the context aware security via way of means of hierarchical 

multilevel architectures (CASHMA) system for secure biometric authentication. CASHMA is capable of 

operate securely with any sort of web service, together with services with high security demands as online 

banking services, and it is intended for use from different client devices, e.g., smartphones, Desktop PCs or 

maybe biometric kiosks located at the entrance of secure areas. Our method does now no longer require that 

the response to a user verification mismatch is completed via way of means of the user device (e.g., the logout 
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technique), however it is transparently dealt with via way of means of the CASHMA authentication service 

and the web services, which follow their own approach. 

Literature Survey:  

Quantitative     Security     Evaluation  of a Multi-Biometric Authentication System(L.Montecchi)[1]

Biometric authentication systems verify the identity of customers via relying on their certainly considered one 

among a kind traits, like fingerprint, face, iris, signature, voice, etc. Biometrics is normally perceived as a 

strong authentication technique; in practice numerous standard vulnerabilities exist, and protection factors must 

be carefully taken into consideration, mainly while it is adopted to secure the get entry to to functions 

controlling integral structures and infrastructures. Model-primarily based totally evaluation of scalability and 

safety tradeoffs. 

 

Model-based evaluation of adaptability and security tradeoffs: A case study on a multi-service authentication (N. 

Nostro)[2] 

Current ICT infrastructure are characterized via way of means of way of developing requirements of reliability, 

safety, overall performance, availability, adaptability. A relevant problem is represented via the scalability of the 

system with admire to the developing kind of users and applications, therefore requiring a careful dimensioning of 

resource. Furthermore, new safety problems to be faced arise from exposing applications and data to the Internet, as a 

end result requiring an attentive assessment of capability threats and the identity of greater applicable protection 

mechanisms to be implemented, which might also produce a horrible have an effect on on device overall performance 

and scalable  properties. 

 

Attacks on Biometric Systems: A Case Study on Fingerprints(U. Uludag) [3] 

In spite of several advantages of biometrics-primarily based totally private authentication systems over conventional 

security systems based totally on token or knowledge, they're willing to attacks which could lessen their protection. In 

this paper, we examine those assaults in the realm of a fingerprint biometric system. We advise an assault gadget that 

uses a hill mountain climbing technique to synthesize the goal minutia templates and don't forget its feasibility with 

great experimental results accomplished on a large fingerprint database. Several measures that may be applied to 

restrict the threat of such assaults and their ramifications are additionally offered. 

 

Risk-Based Security Engineering through the Eyes of the Adversary (S. Evans)[4] 

Today, security engineering for complex structures is usually completed as an ad hoc method. Taking a chance-

primarily based totally safety engineering method replaces contemporary ad hoc techniques with a greater strict and 

disciplined technique that uses a multiple criterion selection system. This method builds on contemporary techniques 

for integrating chance assessment with classical structures engineering. A ensuing protection metric may be in 

assessment with value and usual overall performance metrics in making engineering trade-off choice. 

 

Problem Definition 

 
Earlier technique consisting completely exposed raw data and information. To overcome the negative aspect of 

existing  system, we providing similarly level of safety and have advanced a brand new method for safety 

enhancement. In current approach raw data is transformed into hash code the use of supervised semantic hashing 

technique the reliability and integrity of the records may be maintained via way of means of dummy packet insertion. 

System performs continuous verification and it is takes place via way of means of providing multiple authentication 

scenario e.g. graphical\text passwords  
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Proposed Approach 
This project offers a brand new approach for user verification and session management this is implemented withinside 

the context aware security by hierarchical multilevel architectures (CASHMA) system for secure biometric 

authentication at the Internet. CASHMA is capable of operate securely with any sort of web service, including 

services with excessive security to online banking services, and it is intended to be used from different client devices, 

e.g., smartphones, Desktop PCs or maybe biometric kiosks placed at the entrance of secure areas. 
 
 

Methodology 

 The overall system consists of the CASHMA authentication service, the clients and the web services, 

connected via communication channels. Each communication channel in implements specific security features which 

aren't mentioned right here for brevity. The CASHMA authentication provider consists of: 

i) An authentication server, which interacts with the clients 

ii) A set of excessive-performing computational servers that carry out comparisons of biometric records for 

verification of the enrolled user 

iii) Databases of templates that comprise the biometric templates of the enrolled users (those are required for person 

authentication/verification). The web offerings are the various offerings that use the CASHMA authentication service 

and demand the authentication of enrolled users to the CASHMA authentication server. 

These services are probably any sort of Internet service or application with requirements on user authenticity. They 

must be registered to the CASHMA authentication service, expressing additionally their trust threshold. If the web 

services undertake the continuous authentication protocol, for the duration of the registration process they shall agree 

with the CASHMA registration workplace on values for parameters h; k and s used. Finally, by clients we mean the 

users devices (pc and computer PCs, smartphones, tablet, etc.) that gather the biometric records (the raw records) 

similar to the numerous biometric traits from the users, and transmit those data to the CASHMA authentication server 

as a part of the authentication technique closer to the target web service. A client includes following i) sensors to 

gather the raw records, and ii) the CASHMA utility which transmits the biometric records to the authentication server. 

The CASHMA authentication server exploits such records to apply user authentication and successive verification 

approaches that examine the raw data with the stored biometric data. Transmitting raw records has been a design 

decision implemented to the CASHMA system, to lessen to a minimum the dimension, intrusiveness and complexity 

of the utility installed at the client device, even though we're aware that the transmission of raw data can be limited, 

for example, because of National legislations. CASHMA consists of countermeasures to defend the biometric records 

and to assure customers privacy, together with regulations and approaches for correct registration; safety of the 

obtained records for the duration of its transmission to the authentication and computational servers and its storage; 

robustness development of the set of rules for biometric user verification. Privacy issues nevertheless exist because of 

the purchase of records from the encircling surroundings as, for example, voices of people close by the CASHMA 

user, however are taken into consideration out of scope for this project. The non-stop authentication protocol explored 

on this paper is independent from the chosen architectural choices and may work without a differences if templates 

and function sets are used in place of transmitting raw data, or independently from the set of adopted counter 

measures.  

 

CONTINOUS AUTHENTICATION PROTOCOL 

The continuous authentication protocol lets in the providing adaptive session timeouts to an internet service to set up 

and preserve a secure session with a client. The timeout is adapted on the basis of the trust that the CASHMA 

authentication system puts withinside the biometric subsystems and in the user. The execution of the protocol consists 

of consecutive phases: the preliminary phase and the maintenance phase. The preliminary phase aims to authenticate 

the user into the system and set up the session with the web service. During the maintenance section, the session 

timeout is adaptively updated while user identification verification is accomplished the use of fresh raw data provided 

via way of means of the client to the CASHMA authentication server. The user (the customer) contacts the web 
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service for a service request; the web service replies that a valid certificate from the CASHMA authentication service 

is required for authentication. 

IMPLEMENTATION: 

Implementation is the level of the challenge when the theoretical design is turned out into a working system. Thus it is 

able to be considered to be the most important level in achieving a successful new system and in giving the user, 

confidence that the new system will work and be working. The implementation stage involves careful planning, 

research of the existing system and its constraints on implementation, designing of functions to achieve and 

evaluation of changeover methods. 

 

 In this paper, we create the System model to evaluate and implement our proposed system. CASHMA can 

authenticate  web services, ranging from services with strict security requirements such as online banking services to 

various services with reduced security requirements as web services or social networks. Additionally, it can grant 

access to physical secure areas as a restricted sector in an airport, or a military sector (in such instances the 

authentication system may be supported by biometric kiosk placed at the entrance ). We explain the use of the 

CASHMA authentication service via way of means of discussing the sample application scenario, where a user 

desires to log into an online banking service. Our Banking service consists of a homepage that's the main default web 

page. In this web page we can perform different functionality consisting of registration and login and with those we 

can perform different moves consisting of contact web page wherein we can address any issues to the administration 

of the service.   

 

New User Registration Form "User Name" refers to the identity of the user obtained from the Bank for the purpose of 

logging into the Internet Banking facility provided via way of means of the Bank. "Login Password" is a unique and 

randomly generated password known only to the consumer, which can be changed by the user to his/her convenience. 

This is a type of authenticating the user ID for logging into Internet Banking. 
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Login Form consist of username and password fields which when submitted are authenticated from databases and 

then authorized. “OTP" is a unique and randomly generate number sent handiest to the customer. This is a means of 

authentication required to be provided via way of means of the customer for putting via the transaction in 

his/her/their/its accounts with Bank through Internet Banking. 

 

 

 

While User ID and Password are for legitimate access into the internet application, giving valid OTP is for 

authentication of transaction/requests made via internet. Biometric process is where we authenticate the use of 

biometrics.  

.  

This helps in continuous authentication. A secure protocol is defined for perpetual authentication through continuous 

user verification. The protocol determines adaptive timeouts primarily based totally at the quality, frequency and type 

of biometric data transparently acquired from the user. The use of biometric authentication lets in credentials to be 

acquired transparently, i.e., without explicitly notifying the user or requiring his/her interaction, that's essential to 

guarantee better provider usability. After Login and getting into the portal we are able to carry out different Functions 

such as adding beneficial ,money transfer and account details. 
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CONCLUSION: 

This paper provides various existing methods used for continuous authentication the use of different biometrics. Initial 

one time login verification is inadequate to address the risk involved in post logged in session. Therefore this paper 

attempts to offer a comprehensive survey of research at the underlying building blocks required to build a continuous 

biometric authentication system via way of means of choosing bio-metric. Continuous authentication verification with 

multi-modal biometrics improves safety and usability of user session.  

FUTURE ENHANCEMENT: 

This paper has a huge impact in the future. The development in the enhancement of the security level will cause 

secure banking services. The usage of secure banking services nowadays is going higher and higher. So enhancing the 

security level will lead to a better life ahead. 
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