Abstract: Doctors online will provide you the power of direct interaction between doctors of your choice as and when required for your small problems. Using these web applications, patients will able to fill online form in just few seconds before entering to the virtual office room. For the first time visitors, they have to just enter their basic details and can enter their dashboard. System will take care of creating their new profile. For existing patients, they will have to enter their id and password send to their email earlier. Thus it provides relieve to patients for carrying these from here and there. Patients can select doctors and have discussion regarding their health problems. Patients will able to get their availability time or choose from the available ones and start their diagnosis immediately. This module will provide details of medicines which should be taken by the patients. It will also include the limit up to which these medicines should be taken and date to have meet again with doctors. Referral module will allow patients to change their doctors.

1.INTRODUCTION:

The General Data Protection Regulation is a regulation in EU law on data protection and privacy in the European Union (EU) and the European Economic Area (EEA). It also addresses the transfer of personal data outside the EU and EEA areas. The GDPR’s primary aim is to give control to individuals over their personal data and to simplify the regulatory environment for international business by unifying the regulation within the EU. Superseding the Data Protection Directive 95/46/EC, the regulation contains provisions and requirements related to the processing of personal data of individuals (formally called data subjects) in the GDPR who are located in the EEA, and applies to any enterprise—regardless of its location and the data subjects’ citizenship or residence—that is processing the personal information of individuals inside the EEA.

Controllers and processors of personal data must put in place appropriate technical and organizational measures to implement the data protection principles. Business processes that handle personal data must be designed and built with consideration of the principles and provide safeguards to protect data (for example, using pseudonymization or full anonymization where appropriate). Data controllers must design information systems with privacy in mind. For instance, using the highest-possible privacy settings by default, so that the datasets are not publicly available by default and cannot be used to identify a subject. No personal data may be processed unless this processing is done under one of the six lawful bases specified by the regulation (consent, contract, public task, vital interest, legitimate interest or legal requirement). When the processing is based on consent the data subject has the right to revoke it at any time.

2.LITERATURE REVIEW:

[1]Christina Tikkinen-Piri, Anna Rohunenv et al., has proposed in this paper The General Data Protection Regulation (GDPR) will come into force in the European Union (EU) in May 2018 to meet current challenges related to personal data protection and to harmonise data protection across the EU. Although the GDPR is anticipated to benefit companies by offering consistency in data protection activities and liabilities across the EU countries and by enabling more integrated EU-wide data protection policies, it poses new challenges to companies. They are not necessarily prepared for the changes and may lack awareness of the upcoming requirements and the GDPR’s coercive measures. The implementation of the GDPR requirements demands substantial financial and human resources, as well as training of employees; hence, companies need guidance to support them in this transition. The purposes of this study were to compare the current Data Protection Directive 95/46/EC with the GDPR by systematically analysing their differences and to identify the GDPR’s practical implications, specifically for companies that provide services based on personal data. This study aimed to identify and discuss the changes introduced by the GDPR that would have the most practical relevance to these companies and possibly affect their data management and usage practices.

[2]Eleni Entzeridou, Evgenia Markopoulou et al., has proposed in this paper Electronic Health Record systems (EHRs) offer numerous benefits in health care but also pose certain risks. As we progress toward the implementation of EHRs, a more in-depth understanding of attitudes that influence overall levels of EHR support is required. Objectives: To record practical relevance to these companies and possibly affect their data management and usage practices.
questionnaires requested demographic characteristics followed by closed-ended questions enquiring about awareness, perceived impact, perceived risks, and ethical issues raised by EHR use.

[3] Xing Zhang, Shan Liu et al., has proposed in this paper This study explores the antecedents and consequences of health information privacy concerns in online health communities by integrating the dual calculus and protection motivation theories. On the basis of survey data from 337 users, health information privacy concerns, together with informational and emotional support, significantly influence personal health information (PHI) disclosure intention. Privacy concerns are negatively influenced by two coping appraisals (i.e., response efficacy and self-efficacy) and positively affected by two threat appraisals (i.e., perceived vulnerability and perceived severity). The perceived health status differentially moderates the effects of privacy concerns and informational support on the PHI disclosure intention.

[4] Andres R. Schneebergera,, Eva Kowalinskia, et al., has proposed in this paper Aggressive 3645behaviour and violence in psychiatric patients have often been quoted to justify more restrictive settings in psychiatric facilities. However, the effects of open vs. locked door policies on aggressive incidents remain unclear. This study had a naturalistic observational design and 3645behaviour the occurrence of aggressive 3645behaviour as well as the use of seclusion or restraint in 21 German hospitals. The analysis included data from 1998 to 2012 and contained a total of n=314,330 cases, either treated in one of 17 hospitals with (n = 68,135) or in one of 4 hospitals without an open door policy (n = 246,195). We also 3645behaviour the data according to participants’ stay on open, partially open, or locked wards. To compare hospital and ward types, we used generalized linear mixed-effects models on a propensity score matched subset (n=126,268) and on the total dataset. The effect of open vs. locked door policy was nonsignificant in all analyses of aggressive 3645behaviour during treatment. Restraint or seclusion during treatment was less likely in hospitals with an open door policy. On open wards, any aggressive 3645behaviour and restraint or seclusion were less likely, whereas bodily harm was more likely than on closed wards. Hospitals with open door policies did not differ from hospitals with locked wards regarding different forms of aggression. Other restrictive interventions used to control aggression were significantly reduced in open settings. Open wards seem to have a positive effect on reducing aggression. Future research should focus on mental health care policies targeted at empowering treatment approaches, respecting the patient’s autonomy and promoting reductions of institutional coercion.

[5] John Mark Michael Rumbold et al., has proposed in this paper There have been significant developments in European Union (EU) data protection law recently that will have an impact on health care professionals, particularly those engaged in research and audit. The General Data Protection Regulation (GDPR) has replaced the current legislation and comes into full effect in 2018 [1]. The implications for the handling of health care data of the GDPR will be discussed in this paper. Despite the recent referendum vote in the United Kingdom to leave the EU, the GDPR will continue to be relevant to the United Kingdom, whether this is due to cooperation in European projects or because the United Kingdom continues to be a member of the European Economic Area (EEA).

The Digital Single Market aims for improved data sharing across the EU, which will facilitate cross-border health care and research. Harmonization will be improved under the GDPR with a concomitant raising of standards for some countries, although there is still room for national differences according to the reasonable expectations of different publics. This advance makes cross-border projects more easily ethically justifiable and more feasible [37]. The requirements for anonymization have not been changed, except to clarify that pseudonymized data must still be considered as personal data. The GDPR will facilitate medical research, except where it is research not considered in the public interest. In that case, more demanding requirements for anonymization will entail either true anonymization or consent. It is likely there will be more projects that require either consent or authorization, since many projects currently use pseudonymization. There is still an unresolved issue over third parties with access to pseudonymized data.

3.RELATED WORKS:
Fig 1 LOGIN FORM

3.1 ADMIN:
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3.1 ADMIN:
Admin can view and manage the details of the user (Patient) and doctor.
In this module, Admin can provide the specialization of doctor with date and time for appointment.
The admin can also view the feedback of the user.
3.2 USER REGISTRATION:
The user can register to access the application unless they have an account. In registration process, user can enter their name, age, gender, blood group, contact number, mail id and password to login the application. All the details of the user can be stored to the database.

3.3 LOGIN:
The existing user can enter the application through login with mail id and password. A Login is used to enter authentication credentials to access a Application. This login form contains a field for the username and another for the password. Login - Users can login to the Application. Email - This is an identification used by a person to access the application. Password - This is a secret word or phrase that must be used to gain admission to a place. Logout – User can log out from this Application.

3.4 DOCTOR DETAILS:
In this module contains the information about the doctor name and specialization of that doctor. The doctor module can specify the date and time for user when the doctor already got an appointment or not.

3.5 BOOKING DETAILS:
The users have to select the specialization to visit or consult doctor. After chosen the specialization, the list of doctors name will be displayed regarding to that specialization or otherwise directly search the doctor by his/her name. If the appointment of the doctor is booked, it would only display date and time when the doctor has no appointment.

3.6 REPORT:
The booked appointments will be generate as a report for the user. The report contains doctor name and his/her specialization with appointment date and time is booked. If the user wants to cancel their appointment, they will click the cancel button in the report.

4. SYSTEM DESIGN:

File Design:
This system contains the menus for various kinds of operations. Menus and Files are created for displaying the information about GDPR on Hospitals. This system also contains the command buttons as part of the user interface Menu driven programming is very easy to access the programs.

Input Design:
The input design process is to design the input needs into a machine-oriented format. The object of input design is to create an input layout that is easy to follow user friendly and to avoid operator errors. In accurate data cause most common errors in data processing made by data entry operators. The help of error message can enter the required and formatted date by the user. So you are design the inputted design to simply entered format. The Formatted input entries such as edit mask, radio button, and drop down data window help the user to enter the data very easily without much knowledge of the product. Here also much care is taken to have standardization over the GUI based development with same standard set & rules. The Menu based product helps even the native user work with the product. The successes are designs in such a way to help the user to get the information whenever necessary.

Login – user name, password
User Register – full name, address, city, gender, email, password and etc..
Doctor Details – doctor name, doctor specification, doctor clinic address, doctor consultancy fees and etc..

Output Design:
The Output designs are displayed some different report formats. Different output design will improve the clarity and performing of output. The output designs are classified into individuals and group of tables is possible. And also display the reports are in lab tests, cross matching, and issue details is available in my project. It is used to check the collection of particular time of the period. Outputs from computer systems are required primarily to communicate the results of processing to users. They are also used to provide a permanent copy of the results for later consultation. The various types of outputs in general are:

External Outputs, whose destination is outside the organization, Internal Outputs whose destination is within organization and they are the User’s main interface with the computer.

Interface outputs, which involve the user in communicating directly with Keeping in view the above description the project is to have outputs mainly coming under the category of internal outputs. The main outputs desired according to the requirement specification are:

The outputs were needed to be generated as a hot copy and as well as queries to be viewed on the screen. Keeping in view these outputs, the format for the output is taken from the outputs, which are currently being obtained after manual processing. The standard printer is to be used as output media for hard copies. Manage doctors View booking details Appointment history

Database Design:
The most important consideration in designing the database is how information will be used. The main objectives of designing a database are:

Data integration:
In a database, information from several file are coordinated, accessed and operated upon as through it is in a single file. Logically, the information are centralized, physically, the data may be located on different devices, connected through data communication facilities.

Data integrity:
Data integrity means storing all data in one place only and how each application to access it. This approach results in more consistent information, one update being sufficient to achieve a new record status for all applications which use it. This leads to less data redundancy; data items need not be duplicated; a reduction in the direct access storage requirement.

Normalization:
In rational Database design normalization is the process of organizing data and minimizes duplication. Normalization usually involves dividing a database into two or more tables and defining relationship between the tables. The objective here is to isolate the data so that additions, deletions and modifications of a field can be made one table and then
propagated through the rest of the database via the defined relationships. Normalization is to provide a flexible relational structure and maintain data integrity.

5. DESIGN SPECIFICATION:

5.1 REQUIREMENT DESCRIPTION

FRONT END: ANDROID

Android is a mobile operating system based on a modified version of the Linux kernel and other open source software, designed primarily for touchscreen mobile devices such as smartphones and tablets. Android is developed by a consortium of developers known as the Open Handset Alliance and commercially sponsored by Google. It is free and open source software; its source code is known as Android Open Source Project which is primarily licensed under the Apache License. However most Android devices ship with additional proprietary software pre-installed, most notably Google Mobile Services which includes core apps such as Google Chrome, the digital distribution platform Google Play and associated Google Play Services development platform.

FEATURES OF ANDROID

Messaging
Auto Correction and Dictionary
Web browser
Voice-based features
Multi-touch
Multitasking
Screen capture
TV recording
Video calling
Multiple language support
Accessibility

BACKEND: SQLite

Introduction of SQLite
SQLite is a software library that implements a self-contained, serverless, zero-configuration, transactional SQL database engine. SQLite is one of the fastest-growing database engines around, but that’s growth in terms of popularity, not anything to do with its size. The source code for SQLite is in the public domain.

Why SQLite?

SQLite does not require a separate server process or system to operate (server less).
SQLite comes with zero-configuration, which means no setup or administration needed.
A complete SQLite database is stored in a single cross-platform disk file.
SQLite is very small and light weight, less than 400KiB fully configured or less than 250KiB with optional features omitted.
SQLite is self-contained, which means no external dependencies.
SQLite transactions are fully ACID-compliant, allowing safe access from multiple processes or threads.
SQLite supports most of the query language features found in SQL92 (SQL2) standard.
SQLite is written in ANSI-C and provides simple and easy-to-use API.

FEATURES OF SQLITE

Transactions are atomic, consistent, isolated, and durable (ACID) even after system crashes and power failures.
Zero-configuration – no setup or administration needed.
Full-featured SQL implementation with advanced capabilities like partial indexes, indexes on expressions, JSON, common table expressions, and window functions. (Omitted features)
A complete database is stored in a single cross-platform disk file. Great for use as an application file format.
Supports terabyte-sized databases and gigabyte-sized strings and blobs. (See limits.html.)
Small code footprint: less than 600KiB fully configured or much less with optional features omitted.
Simple, easy to use API.
Fast: In some cases, SQLite is faster than direct file system I/O
Written in ANSI-C. TCL bindings included. Bindings for dozens of other languages available separately.
Well-commented source code with 100% branch test coverage.
Available as a single ANSI-C source-code file that is easy to compile and hence is easy to add into a larger project.

5.2. HARDWARE SPECIFICATION:

Processor Type : Pentium i3
Speed : 3.40GHZ
RAM : 4GB DD2 RAM
Hard disk : 500 GB
Keyboard : 101/102 Standard Keys
Mouse : Optical Mouse

5.3 SOFTWARE REQUIREMENTS:

Operating System : Windows 10
Front end : Android/java
Back end : SQL-lite

6. DESIGN OUTCOMES:

Fig 1.Logo
Fig 2:login details
Fig 3:Login registration form
Fig 4: Specification details
Fig 5: Doctor details
Fig 6:Date
7. CONCLUSION:

The GDPR on Hospitals is validated and sampled using wide spectra of inputs. We have developed software for them and got opportunity to work in real time environment. The system was tested by experts and found to be work very effectively. It will be implemented very soon.

The project work is become success because of the following reasons.

- The organization can save money and the after implementing this project.
- Modification and maintenance can be made very easily since the software is very much flexible.
- Very large data can be stored and also can be stored retrieved very easily.
- The software created is attractive and user-friendly. It is highly interactive too. The software appears more flexible, which is completely menu-driven, it gives advantage, as it needs less typing by the user.
- Enhancement refers to adding, modifying or redeveloping the code to support changes in the specification. It is necessary to keep up with changing user requirements and the operational environment.

Normally application fail not because wear and tear but by eventually failing to perform because of cumulative maintenance.

The system developed can be enhanced by the followings.

- Commercializing the system
- Updating the database frequently
- Boarding the search in due course of time etc.
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