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Abstract: Over the past three decades, internet usage has increased dramatically. The development of a 

number of technologies, including social media and networking, cloud computing, block chain technology, 

and others, has greatly enhanced communication between people worldwide as well as between devices, 

resulting in the creation of strategies like the internet of things (IoT). Numerous industries, including 

healthcare, education, retail, finance, and many more, have begun to use these strategies more frequently. 

However, as the internet and related technologies developed, their primary focus was on technical features, 

compromising their human-centric aspects. As a result, a new idea known as the "Internet of Humans (IoH)" 

was created. The internet of humans has not been thoroughly studied or understood, and no precise 

definition has been found. This study attempts to investigate the idea of the Internet of Humans from several 

angles, such as cutting-edge and creative supporting technologies, human-centric considerations, and 

application domains. Thus, this work suggests future research topics and challenges and adds to the body of 

literature for comprehending the internet of humans. 

 

Index Terms – Internet of things (IoT), Internet of humans (IoH), Block chain, 

1.INTRODUCTION 

 

   

 The Internet of Things (IoT) has revolutionized the way devices interact, enabling smarter homes, 

efficient industries, and responsive urban environments. However, the rapid digitization has often sidelined 

the human element, leading to concerns about privacy, control, and meaningful interaction. In response, the 

Internet of Humans (IoH) has emerged as a progressive paradigm focusing on human values, needs, and 

experiences. Our current environment is entirely different from the one that existed thirty years ago, that is, 

prior to the European Council for Nuclear Research (CERN) opening the internet to the public. Almost 

every element of people's lives has been influenced by the internet. The use of the internet and the variety of 

services it offers have grown at an unprecedented rate during the past three decades. In just six years, the 

number of people using social media worldwide has increased from 2.73 billion in 2017 to 5.17 billion 

today, nearly tripling, and is predicted to reach 5.85 billion by 2027 [1, 2]. In just 18 years, the number of 

internet users worldwide has increased about fivefold, from 1.023 billion in 2005 to 5.40 billion in 2023 [3], 

as seen in Fig. 1. These figures demonstrate how the world is now globally connected thanks to real-time 

communication systems that were previously believed to be unattainable. 
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Fig.1 

 

The internet's exponential expansion has made it a significant social, economic, technological, and political 

force. However, estimating the size of the internet market is difficult since its contributions must be 

evaluated from a variety of angles, such as empowerment, growth, and values. The internet made it possible 

for many economic sectors to undergo digital transformation, which resulted in the creation of creative 

business models that are effective and efficient in running operations and providing services. These models 

are gradually displacing more conventional ones in a variety of industries. The most crucial thing for people 

to think about, though, is how the internet has changed our society: how people live, work, interact, stay 

informed, make decisions, and how geographic boundaries are vanishing in the digital world as a result of 

reliance on the internet. Since the internet has quickly impacted people's lives in every conceivable way, its 

increasing significance in recent years indicates that it is no longer merely a communication tool or network. 

This brings up fundamental issues regarding future internet use, like whether the current internet is changing 

to meet people's shifting requirements. What part do businesses, individuals, and policymakers play in 

advancing the development of the internet? Which sectors need creative research? Should we follow a 

bottom-up democratic approach to decision-making to control internet use going forward, or can we leave 

the innovations and decision-making in the hands of a select few? Using communication technologies and 

the internet still causes anxiety for many people worldwide. Through a public campaign to gather and 

analyse public opinions on the impact of future internet technologies, the Atomium European Institute [4] 

conducted a study that identified a number of concerns. These concerns include privacy, cybersecurity and 

cybercrime, fear of job loss due to automation of services, contributing to the rise of populism, and more. 

12–25% strongly disagreed, indicating a range of opinions among internet users and associated concerns 

about the potential effects of the internet on people in the future, whereas 24–38% strongly agreed that 

future Internet technologies could improve our society by increasing access, availability, cost-effectiveness, 

and personalisation of public services. Future internet use research [5,6,7,8] that has led to the adoption of 

novel models like the Internet of Things (IoT) focusses primarily on the application of the internet to 

objects, with little consideration given to human viewpoints like their concerns, behaviours, attitudes, etc. 

As a result, a novel strategy known as the Internet of Humans (IoH) has emerged. In order to improve 

comprehension of the significance of IoH as a futuristic strategy, this study examines and evaluates the 

notion of IoH and its dimensions from a variety of angles. This study's importance stems from its timely 

examination of IoH, a crucial but under-represented subject in the body of extant literature. 

Even though the Internet of Things has received a lot of attention, there is still a clear lack of attention to the 

human-centric aspects of internet technologies, especially when it comes to trust, inclusion, usability, and 

behavioural engagement. This study's uniqueness comes from its multidisciplinary approach, which 

broadens the traditional definition of IoH to encompass psychological, socioeconomic, and ethical factors in 

addition to technological functionalities. 
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The key contributions of this paper include: 

• A thorough explanation and conceptual model of IoH. 

• An analysis of the differences between the Internet of Things (IoT), Internet of Everything (IoE), 

Automation of Everything (AoE), and IoH. 

• The identification of human-centric elements and enabling technologies. 

• Mapping the domains of practical applications. 

• A research agenda that looks ahead and addresses policy, inclusion, trust, and interoperability in the 

adoption of IoH. 

 

As a result, this study is a fundamental resource for scholars, professionals, and decision-makers involved in 

influencing the direction of human-centered internet technology. This is how the rest of the paper is 

structured: Section 2 presents the idea of IoH, looking at the shortcomings of IoT and the growing demand 

for a human-centered paradigm that is in line with social justice. 

The main enabling technologies that aid in the creation and use of IoH are presented in Section 3. The 

fundamental human-centric aspects of IoH, such as inclusion, engagement, security, and privacy, are 

examined in Section 4. Potential IoH application fields across diverse businesses and social environments 

are examined in Section 5. In order to further the IoH paradigm, Section 6 highlights the main obstacles and 

suggests future fields of inquiry. Section 7 wraps up the work by providing a summary of the key 

conclusions and contributions. 

2. UNDERSTANDING IOH 

To fully realize the importance and distinctiveness of IoH, one must first comprehend the internet's basic 

function and the quick development of internet-based technologies in recent years. The internet has greatly 

impacted many facets of daily life over the last thirty years, propelling advancements like social media 

platforms, cloud computing, blockchain technology, and connected products. Business models, 

interpersonal connections, and international communication have all changed as a result of these 

advancements. Notwithstanding these developments, there is still a significant disconnect between the 

technologies created and the real-world human requirements, behaviours, and interactions that they are 

intended to facilitate. 

This concept of technology-driven development is best shown by IoT. "The network of physical objects 

('things') embedded with sensors, software, and other technologies that enable connectivity and data 

exchange with other devices and systems over the internet" is a typical definition of IoT [9]. Sensors, 

networks, actuators, and cloud intelligence are common components of IoT infrastructure, and by 2025, 

there will likely be more than 22 billion linked IoT devices in use [3]. Using web-based or mobile platforms, 

more sophisticated IoT systems use several sensors to monitor temperature, humidity, motion, and lighting. 

This allows for remote, intelligent control and real-time automation. 

But despite IoT's potential and technological prowess, real-world implementation usually exposes human-

centric flaws. Think about how many IoT sensors are integrated into contemporary cars, which are mostly 

used to monitor comfort, safety, and engine performance. Although these features generate initial 

enthusiasm, customers frequently overlook or stop using many of the functions soon after purchase because 

they are not well suited to human behaviour, usability, or practical requirement [8]. This phenomenon 

highlights a basic drawback of conventional IoT development: the failure to adequately account for human 

usage habits, preferences, and behavioural subtleties. Moving from a device-centric "how the world 

currently works" model to a human-centric "how the world should work" paradigm is necessary to address 

these important human-centric concern. In the creation and application of internet-connected technology, 

this change entails acknowledging and actively integrating human behaviours, attitudes, trust, security, 

privacy, and inclusivity. By changing attitudes and behaviours towards proactive self-health management, 

technologies like quantified-self gadgets (such as pulse checkers, stress indicators, and heart rate monitors) 

should empower people. But only if these technologies are specifically created with human experiences, 

wants, and expectations in mind will this be possible. Internet of Humans (IoH) refers to a network of 

technologies and systems that are designed to understand, respond to, and work closely with human 
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emotions, behaviors, thoughts, and needs — not just connect machines or devices.These concerns give 

rise to IoH, which places a strong emphasis on human-centric aspects. IoH is envisioned as a next-

generation internet effort that specifically addresses fundamental human needs like inclusivity, security, and 

trust, according to Roberto Viola of the European Commission [10, 11]. By incorporating behavioural 

analytics, socioeconomic considerations, ethical norms, and psychological aspects, the current manuscript 

broadens the definition of IoH even more. With this enlarged definition, IoH is positioned as an ecosystem 

specifically created to improve human experiences, responsiveness, personalisation, and inclusivity rather 

than just as a technology. 

IoH places more emphasis on meaningful and direct human interaction inside networked environments than 

IoT, which mostly involves interactions between robots and things. In addition to conventional 

technological fields, IoH necessitates multidisciplinary study and innovation in the fields of psychology, 

human–computer interface (HCI), ethics, sociology, and behavioural sciences. By comprehending and 

anticipating user behaviours, preferences, and ethical concerns, IoH-driven technologies proactively adapt 

and respond to human needs, improving user experience and trust. Furthermore, it is crucial to define and 

incorporate similar concepts like IoE and AoE in order to better contextualise IoH within the larger growth 

of linked technologies. By extending the reach of IoT beyond physical things to encompass people, 

processes, and data, the IoE improves value creation by fostering interconnection across many industries 

and domains [12, 13]. On the other hand, AoE refers to the widespread and methodical use of automation 

technologies, particularly Artificial Intelligence (AI) and Machine Learning (ML), which automate almost 

every facet of daily life, business processes, and interpersonal relationships [14]. By establishing settings 

where automation, connectivity, and human-centric design coexist together, IoE and AoE ideas greatly 

enhance and supplement IoH. This makes digital technologies more sensitive to human experiences and 

societal demands. The idea of the Internet of Humans (IoH) thus signifies a complete paradigm change, 

from a solely technological and automation-driven approach to an internet ecosystem that is inclusive, 

morally conscious, and behaviourally responsive. To the best of the authors' knowledge, there is still a 

dearth of academic literature that specifically defines IoH; the majority of definitions that are accessible 

concentrate only on inclusion, security, and trust, as demonstrated by Roberto Viola's seminal definition. By 

incorporating thorough behavioural, psychological, socioeconomic, and ethical aspects, this manuscript 

distinctively expands on Viola's conceptualisation and makes a substantial contribution to a more 

comprehensive and multidisciplinary understanding of IoH. The enabling technologies, human-centric 

elements, application domains, and major hurdles are further examined in the sections that follow, 

highlighting IoH's potential to have a significant impact on upcoming technical and societal advancements. 

3. IOH ENABLING TECHNOLOGIES 

Numerous cutting-edge technologies are expanding the opportunities for internet usage in the future; some 

of the most important ones that potentially facilitate IoH are discussed in the sections that follow. 

3.1 ARTIFICIAL INTELLIGENCE (AI) AND PREDICTIVE ANALYTICS 

To transform the constantly growing amount of data into knowledge and information—two essential 

components for granting autonomy and intelligence to networks, connected objects, and robots—innovative 

advancements in AI are required [15]. Furthermore, by training neural networks with methods like machine 

learning (ML), deep learning (DL), etc., predictive technologies can further facilitate decision-making 

autonomy [16]. Using the same thermostat example as previously described, its capabilities might be 

expanded by utilising AI technology, which can identify various elements including moisture, humidity, and 

power fluctuations to offer more individualised services. Moreover, ML technologies can help air 

conditioners function more efficiently by observing and learning user behaviour data related to AC 

consumption and other IoT-connected devices. Using a futuristic application, a smart house equipped with 

many health monitoring devices, for instance, can employ AI technology to track users' health data in real-

time and machine learning techniques to determine the residents' health problems. In order to implement 

IoH, AI and predictive technologies can learn about human behaviour. IoH in smart homes can notify the 

closest recognised care provider or medical expert in the event of an emergency, addressing the missing 

element of how the world should function and enabling them to respond appropriately, promptly, and in 

accordance with human needs [10]. 
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3.2 INTERACTIVE TECHNOLOGIES 

Effective and efficient use of the IoT and IoH can result from interactive technologies that improve human-

machine interactions. It has been determined that technologies like virtual reality (VR) and augmented 

reality (AR) are improving the human experience when utilising a variety of services across different 

industries [17, 18, 19]. Furthermore, IoH applications must be properly utilised by the appropriate segments 

of society, including individuals from various cultural backgrounds, in order to embrace the values of 

openness, diversity, and inclusion. In this context, applications of natural language processing (NLP) are 

useful for assessing the semantics of spoken languages or texts, making Internet of Things (IoH) 

applications usable by a variety of various groups [20, 21]. IoE and AoE are two related ideas that, in 

addition to IoT, greatly aid in the creation of automated and networked systems. By connecting people, 

processes, and data in addition to physical equipment, IoE goes beyond IoT and promotes deeper cross-

sector integration [12]. In order to completely revolutionise economic models and societal interactions, the 

Internet of Everything (IoE) paradigm places a strong emphasis on optimising the value obtained from 

networked relationships [13]. AoE, on the other hand, is widespread and pervasive automation that is made 

possible mainly by developments in AI, ML, and autonomous systems. Its goal is to automate almost every 

facet of daily life, work, and human contact [14]. By establishing automated and networked environments 

that specifically take human behaviours, preferences, and ethical issues into account as crucial factors, IoE 

and AoE both greatly enhance the IoH notion and support human-centric system design principles. 

3.3 BLOCKCHAIN AND METAVERSE 

A blockchain is a shared, unchangeable ledger that can help with a number of tasks, including tracking 

down tangible and intangible assets within a network and recording transactions. Any organisation must 

ensure that the information it shares is accurate, given promptly, and done so in a secure manner. 

Blockchain technology offers instantaneous, shared, and fully transparent information recorded on an 

immutable ledger that is accessible only by authorised network participants, making it a potential solution to 

human-centric problems like privacy, security, and dependability. Blockchain technology can be useful in 

controlling IoH devices [22], addressing security and privacy issues, because it offers improved operating 

capabilities in a secure way. Using the same thermostat device in this case, a user can securely control the 

functions of multiple networked devices in a smart home from a distance. In a similar vein, when companies 

like Uber implement intelligent taxis, transportation firms, and customers without drivers in the future, 

blockchain technologies might be useful in managing safer transactions. As a result, it can effectively 

handle and manage a variety of transactions in diverse industries, and in turn, it can address IoH security 

challenges. In addition to blockchain, the new idea of the Metaverse plays a big role in determining the 

direction of the internet in the future, especially when considering it from a human-centric standpoint [23]. 

The extension of Digital Twins (DTs), which are virtual representations of real-world objects, into the larger 

social and human spheres is known as the Metaverse. In essence, it is a three-dimensional, immersive 

development of the conventionally linear internet that makes it possible to create realistic and interactive 

digital worlds that intricately combine social interactions between people, business, education, 

entertainment, and government. 

Through the management of digital identities, the protection of digital assets, and the guarantee of 

transparent interactions in virtual environments, blockchain integration within the Metaverse can provide 

previously unheard-of security and user empowerment. By increasing user trust, encouraging inclusivity, 

and creating safe, fulfilling, and interesting human experiences, such integration advances the IoH vision. 

As an illustration of useful IoH applications, blockchain-enabled Metaverse systems might offer safe digital 

identities for online medical consultations, reliable educational credentials, safe online marketplaces, or 

engaging social environments. As a result, the capabilities of both Blockchain and the Metaverse work 

together to perfectly complement IoH goals, greatly enhancing user experiences, fostering trust, and 

fostering more dynamic and inclusive digital ecosystems. 
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4.IOH AND HUMAN CENTRIC FACTORS 

There are two ways to understand human-centric aspects. The first is how much human-centric features are 

taken into account while developing technology for the internet and linked devices; the second is creating 

the next generation of the internet of humans, which takes into account elements like engagement, 

inclusiveness, privacy and security, and trust. Since human factors were not taken into account when 

creating and developing the majority of the sensors used in cars, as previously mentioned, these factors can 

also be taken into consideration in this context. Key human centric factors in the context of IoH are 

discussed below, Fig. 3 

 

 

Fig.3 IoH human-centric factors 

4.1 TRUST 

Since trust is a key factor in the development of internet technologies, it is also one of the main 

issues that consumers have with these technologies. Some intriguing findings from a 2020 survey 

of over 25,000 internet users worldwide by the Centre for International Governance and Innovation 

include the following: over 75% of users blamed social media companies (Facebook, Twitter, and 

others) for their lack of trust online, outperforming cybercriminals as the main cause. More than 

53% expressed greater privacy concerns than they did a year ago, 86% fell for fake news, and 49% 

altered their online behaviour as a result of mistrust, such as withholding all of their personal 

information. These patterns demonstrate how untrusting online shoppers are. Therefore, building 

trust among all parties involved is crucial to the advancement of internet technologies. The factors 

affecting trust, however, must be viewed from a multifaceted perspective, according to research on 

trust-related factors involving the internet and connected devices. These factors may be related to a 

variety of domains, including those related to products, social influence, security, etc., and may 

have an impact on the adoption of internet technologies like the Internet of Things [24]. Although 

the acceptance of these systems is influenced by the degree of autonomy that users define, 

consumer mistrust may persist [25]. Therefore, in the context of IoH, trust remains a crucial 

human-centric aspect that may influence the adoption of internet technologies. 

4.2  PRIVACY & SECURITY 

Without a question, the internet has accelerated globalisation by reducing barriers to international 

contact. Customers' privacy has been impacted by the rise in communication between strangers, 

whether it is when renting an IoT-enabled smart home or when exchanging personal information 

when making hotel reservations [26]. On the other hand, information exchange has emerged as a 

crucial function for enabling online transactions, without which they could not be feasible. The 

problem, however, is who controls the personal information, how much discretion they have in its 

use, and how it can impact the privacy of the customers. Even though exploiting personal data 

might help consumers receive better services [27], it can also be used unethically, which can have 
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long-term effects on individuals' socio-political decisions [28,29,30]. Customers' top concerns over 

the past 20 years have been privacy and security, and even with the numerous laws and regulations 

governing the use of personal data on online platforms, there are still a number of privacy-affecting 

cybercrime issues that have surfaced in recent years [31]. The European Union has taken a number 

of actions to address this problem, including the General Data Protection Regulation (GDPR) [32], 

the NIS directive [33, 34], and others. However, one of the main issues regarding future use of the 

internet and related technologies, particularly IoH, is the fact that many countries currently lack 

adequate legislation and policies. 

4.3 INCLUSION AND ENGAGEMENT 

 

Facilitating services for customers is the internet's primary goal. It is open to everyone in society, 

not just a select group of powerful parties. As a result, the internet ought to address the basic 

requirements of people, such as those for inclusiveness, security, and trust, and it ought to 

generally represent the norms and values of the society. Internet of Things (IoT) systems should 

take social values into account and encourage equality and inclusion in society by making them 

accessible to everyone without excluding the elderly, persons with special needs, those in rural 

areas, and those with low incomes [35]. For instance, electronic health systems that require 

patients to fill out online forms outlining their conditions before discussing treatment plans, etc., 

are proving to be very challenging for those who are not tech-savvy, have limited internet access, 

or lack devices that can connect to the internet. It is reasonable to say that these technologies have 

ultimately screened out the old, those with lower levels of education, and those with any kind of 

visual or reading-related handicap, demonstrating that they are selective rather than inclusive. 

People who have access to the internet typically have better social capital results and higher levels 

of wellbeing [36]. In order to enable the future expansion of IoH, technologies have been evolving 

to include all facets of society, which may lead to increased consumer participation and 

engagement in IoT systems [37, 38]. 

5.IOH AREAS OF APPLICATION 

There are no established applications that may be added to this section because IoH has not yet been 

achieved. However, given that IoH develops from IoT, a few important application areas are covered in 

the same context (Fig. 5). Internet technologies are becoming a significant component of every industry. 

Numerous strategies, including mHealth, eHealth, health information systems, and others, are being 

employed in the healthcare industry to enhance operational quality and efficiency as well as access to 

healthcare services. Furthermore, self-management practices for conditions like diabetes are utilising other 

communication technologies, such as Bluetooth-enabled devices, to measure blood glucose levels. A 

glucometer sends data to a mobile application via Bluetooth, and the application then sends the 

information to a healthcare server via the internet [39]. Another cutting-edge IoT example is Spire, which 

uses AI technology to assess physical activity and respiratory patterns and deliver real-time feedback and 

immediate alerts [40]. Furthermore, there are more prospects for immersive technologies in the healthcare 

industry and numerous other fields that can enhance how customers obtain information and services. 

Furthermore, the idea of an IoT-based patient-centered medical home with a variety of sensors and 

monitoring tools has been explored, along with the requirements and capabilities for future adoption [41]. 

Similar to this, the educational sector can greatly benefit from the paradigm of the internet, people, 

sensors, and communication technologies, particularly during the learning and experimenting processes 

[42]. For example, a basic tool like a scan marker that can scan text on paper and turn it into text in an 

application like Microsoft Word is a useful tool for taking notes while reading and underlining key points. 

Furthermore, the device's ability to read the text aloud to students and translate the converted text into 40 

different languages shows that intelligence and interactive communication technologies are effectively 

integrated and focused on meeting basic human needs, such as learning. It also demonstrates how internet 

technologies are applied effectively for people. 
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Fig.4 IoH applications 

Another industry where the transition from IoT to IoH can have a greater impact is transportation and smart 

cities. For instance, the potential of the internet and linked devices in smart cities is shown in a fully 

automated transport system driven by AI and ML technologies as well as IoT techniques [43]. The impact of 

IoT and AI technologies on daily life is further demonstrated by the fact that robots, which will eventually 

outnumber humans in the city, are utilised to serve the community in a variety of functions. As a result, the 

internet of things is revolutionising a number of industries. However, the most crucial question is how well 

these systems meet the basic requirements of people, which is mostly focused on the idea of IoH. Utilising 

the IoH can also have an impact on military applications, primarily tracking soldiers' health, physical 

prowess, and well-being with the goal of improving training, enhancing physical capabilities, and 

empowering them to engage in combat. AR-enabled headgear, for example, can be used in combat 

situations. To gain control of its aircraft, military research has also made investments in neuro technology 

that can decipher impulses from a pilot's brain. Although these competencies may be useful in improving 

combat skills, they also present new security threats, such as the possibility of brain hacking or pilot mind 

distortion. Last but not least, IoH has the potential to influence upcoming technological trends as the 

technology develops, including 5G use cases like huge machine type communication and ultra-reliable low 

latency communication. 

6. IOH CHALLENGES AND FUTURE RESEARCH DIRECTIONS 

In order to improve usability, trust, and inclusion, the IoH integrates human-centric concerns into pre-

existing IoT frameworks. Despite progress, there are still a number of intricate obstacles to the realisation of 

IoH that call for further investigation and workable answers. The sections that follow identify possible study 

avenues and offer thorough insights and suggestions for resolving these issues. 

6.1 Interoperability and Standardization 

Ensuring smooth interoperability between new IoH frameworks and current IoT devices is a fundamental 

challenge in IoH development [44, 45]. Systems, services, and devices created by different manufacturers 

sometimes employ proprietary protocols, which restricts scalability and integration. Therefore, some 

possible lines of inquiry in this regard are as follows: 

 

 The creation of open-source frameworks and universal IoH communication standards to promote 

interoperability.  

  Development of middleware programs that convert protocols between various IoT and IoH 

environments. 

  Performing pilot implementations and case studies to verify and improve interoperability standards 

in practical settings. 

6.2 Privacy, Security, and Trust 

Building trust, guaranteeing strong security, and protecting user privacy are top priorities. Systems 

commonly interact with sensitive personal data due to the human-centric nature of IoH, necessitating high 

degrees of data governance and transparency, as noted in [31, 43]. Thus, a few possible lines of inquiry are 

as follows: 
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  Examining privacy-preserving solutions for Internet of Health applications, such as safe multiparty 

computation, federated learning, and differential privacy.  

  Creating blockchain-based IoH data management platforms that increase user confidence by 

providing security and transparency. 

  Performing empirical research on how users perceive privacy and trust in IoH, offering data-driven 

insights to inform system design. 

6.3 Inclusion and Engagement 

Due to a lack of accessible and inclusive design principles, many IoH applications unintentionally leave out 

groups like the elderly, those with impairments, or people from low-income neighbourhoods [46]. 

Therefore, the following additional research studies are needed: 

 Applying inclusive design concepts to IoH development procedures to provide fair access 

irrespective of users' socioeconomic, cognitive, or physical conditions.  

 Using user-centric participatory design techniques to assess current IoH services, actively involving 

a range of user groups in system development and assessment. 

  Examining AI-powered accessibility features specifically designed for wider, more inclusive user 

interaction, such as voice-activated control, natural language interfaces, and adaptive user interfaces. 

6.4 Policy, Regulation, and Governance 

As stated in [47], the creation of logical governance frameworks and regulatory policies—which are 

necessary to strike a balance between innovation and ethical, legal, and societal concerns—has lagged behind 

the quick expansion of IoH technologies. Therefore, additional research is required in the following areas: 

 Creating ethical standards and regulatory frameworks for the implementation of IoH, with an 

emphasis on responsibility, openness, and moral data handling.  

 To guarantee comprehensive governance strategies, interdisciplinary research collaborations 

comprising policymakers, legal experts, technologists, and ethicists are being engaged. 

 Forming cross-border regulatory partnerships to develop uniform international standards that take 

into account the worldwide scope of IoH technology. 

6.5 Socio-Economic Impact and Adoption 

 

Finally, it's vital to comprehend the socioeconomic elements impacting IoH adoption. Widespread adoption 

may be hampered by obstacles relating to cost, infrastructure, literacy, and social acceptance, as noted in the 

study of [48]. Thus, the following are some possible study avenues: 

 To gain a deeper understanding of user requirements, adoption hurdles, and the effects of IoH 

technologies in various socioeconomic circumstances, socioeconomic analyses and surveys are 

being conducted.  

 Developing scalable IoH systems with a focus on resource-constrained environments in order to 

prove their feasibility and efficacy. 

  Examining business strategies that promote sustainable and reasonably priced IoH solutions in order 

to promote wider acceptance and adoption. 

 

7 CONCLUSION 

The development of ideas like IoT, AI, and others has been greatly aided by the internet 

technologies' exponential expansion and increasing complexity. However, human-centric issues have 

often been neglected in this fast-paced technological growth. The majority of systems in use today 

were created primarily from a technical and operational standpoint, frequently ignoring important 

human aspects like user behaviour, trust, security, privacy, and inclusion. The necessity for a new, 

human-centered paradigm—the Internet of Humans (IoH)—has been highlighted by these enduring 

difficulties. 

Two complimentary viewpoints are highlighted by the IoH notion as it is examined in this research. 

In order to ensure that innovative technologies properly match with real human behaviours, 

preferences, and requirements, it first advises integrating human-centric factors directly into the 
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www.ijcrt.org                                                         © 2025 IJCRT | Volume 13, Issue 6 June 2025 | ISSN: 2320-2882 

IJCRT2506226 International Journal of Creative Research Thoughts (IJCRT) www.ijcrt.org b958 
 

design and development phases of these systems. Second, in order to promote inclusive, safe, and 

reliable internet solutions, IoH calls for the proactive integration of human needs, socioeconomic 

considerations, and ethical standards into upcoming technology breakthroughs. 

This study bridges a substantial gap in the literature by thoroughly addressing the idea of IoH, 

defining it precisely, outlining pertinent enabling technologies, expressing important human-centric 

aspects, and investigating possible application domains. The knowledge and thorough suggestions 

offered here provide a strong basis for further study, especially in the areas of interoperability, policy 

implications, inclusive technology design, standardisation, and the difficulties of IoH adoption. As a 

result, this study not only advances our present knowledge of IoH but also lays out a clear course for 

future research and application in this crucial area. 
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