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Abstract:  This study determined the data privacy compliance at the Department of Education Division of 

Mabalacat City with focused on transparency, collection, technical security, organizational security, 

proportionality, physical security, data security, and legitimate purpose. Significant difference was also assessed. 

Problems and best practices with compliance to DPA were identified based on the assessment of the respondents. 

It involved the 26 Administrative Officers (AO) and 35 Administrative Assistants (ADAS). This study employed 

quantitative descriptive research design. 

The study employed a quantitative descriptive research design. A total enumeration was utilized. The 

iresearcher iused iand iadopted ithe iPrivacy iImpact iAssessment. iThe isurvey iquestionnaire iis itailored ifrom 

ithe iNational iData iPrivacy iCommission iToolkit i(2018). Data were obtained physically after approval from 

the proper authorities. 

The results of assessment as to compliance of the respondents with the Data Privacy Act (DPA) of 2012 

across all aspects of DPA revealed compliant levels. Moreover, assessment showed no significant difference. 

Problems encountered are: insufficient data, privacy plans, insidious issues in the digital sphere, purging older 

data and materials, presence of hackers, dangers of additional devices, bolster data privacy plans, insufficient 

Standard Operating Procedures, data hoarding, duplicate files, and disable location tracking. Best Practices 
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identified are: perform data discovery, control access, encrypt data, install anti-malware software, perform 

assessment and audits, have a data usage policy, physically safeguard data, create strong password, eliminate 

data, and educate on the sign of phishing. 

Recommendations to monitoring systems and processes should be established to make it standardize and 

dissemination is effective. Seminar/Trainings and other similar activities should be conducted among the 

Administrative Officers and Administrative Assistants to combat the problems thru online activities and record 

keeping. Identified best practices should be maintained and enhanced more for efficiently serving clienteles and 

stakeholders. The proposed action plan may be religiously implemented, note the progress or development of 

Administrative Officers and Administrative Assistants’ compliance. Seek technical assistance among experts in 

the field like the Chiefs of the Units and veteran employees of equal rank. 

I. INTRODUCTION 

 

Increasing iglobalization, icoupled ithis iyear iwith ithe iimpact iof ithe iCOVID-19 ipandemic, ihas idriven 

ia isignificant ifocus ion iexisting idata iprivacy irules iacross ithe iAsia iPacific iregion. iFor ibusinesses ioperating 

iin ithe iAsia iPacific iregion, iit iis iimperative ito iknow ihow ito inavigate ia idiverse iset iof iprivacy iand idata 

iprotection iregulatory iand ilegislative irequirements i(The iAsia iPacific iPrivacy iGuide i2021). 

Data iprivacy iwas ia inormal ithing iin ithe ipast. iHowever, iit ihas ibecome ia ivery icritical iissue iwith 

itime. iData iPrivacy iis inow igiven iattention iat ithe iglobal, inational, iand ilocal ilevels. iRelatively, ievery 

icountry ihas ienacted isome isort iof idata iprivacy ilaws ito iregulate ihow iinformation iis icollected, ihow idata 

isubjects iare iinformed, iand iwhat icontrol ia idata isubject ihas iover ihis iinformation ionce iit iis itransferred. 

Data iis igrowing ifaster ithan iever. iMore ithan i1.7 imegabytes iof inew idata iis icreated ievery isecond. 

iOrganizations imust ikeep iup iwith iprotecting inot ionly itheir icustomer’s ipersonal iinformation ibut ialso 

isensitive ipersonal iinformation. iBreach iLevel iIndex, ia ipublic itracking isite ifor idata ibreaches, ireports inearly 

i9,198,580,293 idata irecords iare inow ilost ior istolen isince i2013. 

Data ihas igrown iexponentially iover ithe ilast idecade, iyet ipoor isecurity ipractices icontinue ito iput 

iorganizations iat irisk iof ia idata ibreach. iPersonal iIdentifiable iInformation i(PII) iis ione iof ithe ibiggest 

iconcerns iin idata iprivacy. iBecause iof ithe iveracity iand ivolume iof idata iin iour

 itechnology-driven iworld, iit ibecomesioverwhelming ito ihandle imillions iand ipossibly ieven ibillions 

iof idata irecords. 

A idata ibreach ican icost iorganizations imillions iof idollars iin ilost irevenue. iIn ifact, ithe iPonemon 

iInstitute ifound ithat ithe itotal iaverage icost iof ia ibreach icost iin i2017 iwas i$3.62 imillion. iWhat’s imore iis 

ithat ithere iis ia i30% ichance ifor ian iorganization ito iexperience ia idata ibreach iover ithe inext itwo iyears. iIf 

ian iorganization iis ibreached, ithey iface iintense iregulatory ipenalties ifrom ian iarray iof ientities. iFor iexample, 

icompanies ioperating iin ior iwith icustomer idata iin ithe iEuropean iUnion ithat iexperience ia isizable ibreach 

ifrom ia ilack iof isecurity icontrols icould iface iup ito i4% iof iAdjusted iGross iRevenue ior i€20 iMillion 

i(whichever iis igreater). 
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Data iprivacy iis ia iglobal iissue. iGartner ipredicts ithe iworldwide iinformation isecurity imarket iwill 

ireach i$170.4 ibillion iin i2022 ias icompanies iglobally irespond ito iincreasing ithreats. iSome icountries iare 

imore iaffected ithan iothers ithough, iand ithe iUnited iStates iis iamong ithe iworst ihit. iInternet-connected 

icomputers iare iattacked ievery i39 iseconds iin ithe iUS iand i45 iper icent iof iAmericans ihave ihad itheir ipersonal 

iinformation icompromised iby ia idata ibreach iin ithe ilast ifive iyears. iIn i2019, ithe iUS ihad ithe ihighest iaverage 

icost iper idata ibreach iin ithe iworld, iat i$8.64 imillion, iand ihealthcare idata ibreaches ialone iaffected i40 imillion 

ipeople—a inumber ithat’s igrowing iwith ithe iongoing iCOVID-19 ipandemic. iThe iUS istill idoes inot ihave ia 

inational iconsumer iprivacy ilaw, idespite iongoing iefforts ito ienact ione, iparticularly iin ilight iof itrailblazing 

regulatory iadvances iin iCalifornia. i i 

The ipicture iis isimilar iin ithe iUnited iKingdom iwhere ithe icost iper idata ibreach iis islightly ilower ithan 

ithe iglobal iaverage ibut i88 ipercent iof icompanies ihave ibeen icaught iup iin ia ibreach, imostly iphishing iattacks. 

iHigh ilevels iof idata ibreach iare ialso ireported iin inearby iGermany i(92 ipercent), iFrance i(94 ipercent), iand 

iItaly i(90 ipercent). iSmall iUK ibusinesses isuffer ian iattempted ihacking iattack ievery i19 iseconds, iand inearly 

i40 ipercent iof iUK icompanies ireported ia idata ibreach iin ithe i12 imonths ito iMay i2020. 

In iAustralia, iseven iin i10 irespondents ito ithe iAustralian iCommunity iAttitudes ito iPrivacy iSurvey 

i2020 iby ithe iOffice iof ithe iAustralian iInformation iCommission i(OAIC), inominated iprivacy ias ia imajor 

iconcern ifor ithem, iwhile i87 iper icent iwanted imore control iand ichoice iover ithe icollection iand iuse iof itheir 

ipersonal iinformation. i 

Data iPrivacy ior iInformation iprivacy iis ia ipart iof ithe idata iprotection iarea ithat ideals iwith iproperly 

ihandling idata, ifocusing ion icompliance iwith idata iprotection iregulations. iData iPrivacy iis icentered iaround 

ihow idata ishould ibe icollected, istored, imanaged, iand ishared iwith iany ithird iparties iand iin icompliance iwith 

ithe iapplicable privacy ilaws. i 

While ithe ipublic imay ibe iconcerned iwith imaintaining itheir idigital iidentity, ibusinesses iespecially 

ismall iand imedium ibusinesses iand iother iorganizations, ineed ito iconsider idata iprivacy ias ia ipriority ito 

idetermine itheir isuccess imoving iforward. 

Any iorganization ithat iwants ito iwork ieffectively ineeds ito iensure ithe isafety iof iits iinformation iby 

iimplementing ia idata iprotection iplan. iUltimately, idata iprotection’s ifundamental iprinciple iand iimportance 

iare isafeguarding iand iprotecting idata ifrom idifferent ithreats iand iunder idifferent icircumstances. 

According ito ithe iNational iLaw iReview, i65 ipercent iof ithe iworld’s ipopulation iwill ihave iits idata 

icovered iunder imodern iprivacy iregulations iby i2023. iThis iis ia imassive ijump iup ifrom i10 ipercent iin i2021, 

iindicating ithe ipriority igovernments iworldwide iplace ion idata iprivacy. 

Privacy iInternational i(2017) idefined iprivacy ias ia ifundamental iright, iessential ito iautonomy iand ithe 

iprotection iof ihuman idignity, iand iserves ias ithe ifoundation iupon which imany iother ihuman irights iare ibuilt. 

i i iFinn iet. ial i(2013) iproposed ithat ithere iare idifferent itypes iof iprivacy iwhich iinclude iprivacy iof ithe iperson, 

iprivacy iof ibehavior iand iaction, iprivacy iof ipersonal icommunication, iprivacy iof idata iand iimage, iprivacy 

iof ithoughts iand ifeelings, iprivacy iof ilocation iand ispace iand iprivacy iof iassociation. iFrom ithe iproposed 

itypes iof iprivacy, iit ican ibe igleaned ithat ione iimportant iaspect iof iit iis irelevant ito idata iprotection. i 

In ithe icase iof ithe iUnited iStates iof iAmerica, idespite inumerous iproposals iover ithe iyears, ithere iis 

ino ione icomprehensive ifederal ilaw ithat igoverns idata iprivacy iin ithe iU.S., iyet ithey ihave ia inew iproposed 

ifederal iprivacy ilaw, ithe iAmerican iData iPrivacy iProtection iAct i(ADPPA), ithat ihas imade iit ifurther ithan 

iany iof iits ipredecessors. 
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According ito ithe iTransformation iof ithe iPrivacy iLandscape iin iAsia i(2021), ithe idata iprivacy 

ilandscape iin iAsia i(East, iCentral, iand iSouth) iand ithe iPacific ihas iundergone ia idramatic itransformation iin 

ithe ipast idecade iand iall iindications iare ithat ithe iregion’s iprivacy irules iwill icontinue ito ichange iat ian 

iequally irapid ipace iinto i2021 iand 

ibeyond. i 

In i2021, iChina’s iPersonal iInformation iProtection iLaw i(PIPL), iis ithe ifirst icomprehensive ilaw ion 

ipersonal iinformation iprotection. iPrivate ipersonal iinformation iis iprotected ias ia iright iof iprivacy iunder ithe 

iCivil iCode, iand iindividual irights iin ipersonal iinformation, iprivate ior ipublic, iare iprotected iunder ithe iPIPL. 

iData isecurity, iincluding idata ithat iare inot ipersonal iinformation, iand icybersecurity iare iregulated iunder ithe 

iData iSecurity iLaw iand iCybersecurity iLaw, iwhich ialong iwith ithe iPIPL iform iChina’s idata iprivacy iand 

isecurity ilegal iregime i(“A icomparison iof idata iprotection ilaws,” i2022). 

India iis ino iexception i– iand iis ialso imaking iefforts ion ithis ifront. iCurrently, ithis ispace iis iregulated 

iby ithe iInformation iTechnology iAct iand ithe iInformation iTechnology i(Reasonable iSecurity iPractices iand 

iProcedures iand iSensitive iPersonal iData ior iInformation) iRules, i2011. iSection i43A iof ithe iIT iact ientitles ia 

idata iprincipal ito iseek icompensation ifor iunauthorized idisclosure iof isensitive ipersonal iinformation. iSection 

i72A iis ithe ipenal iprovision iunder iwhich ia iperson, iincluding ian iintermediary iwho idiscloses isensitive 

ipersonal iinformation iwithout iconsent, ican ibe ipunished iwith iimprisonment ior ia ifine. 

The iDeloitte iAsia iPacific iPrivacy iGuide, inow iin iits ithird iedition i(2020-2021), iidentifies ispecific 

iprivacy iand idata iprotection ilaws, iregulations, iand iamendments iin ieach iof ithe iAsia iPacific ilocations iwe 

icover, iincluding ithe iPhilippines, iand ioutlines isix iimportant iprivacy iand idata isecurity itrends. 

These iinstruments istipulate ia imore ispecific iright ito ithe iprotection iof ipersonal idata. iData iprivacy 

iis ia icitizen’s iright ito icontrol ihow itheir ipersonal iinformation iis collected iand iused. iData iprotection iis ia 

isubset iof iprivacy. i 

Through ithese iinstruments, iprivacy ienables ipeople ito icreate ibarriers iand imanage iboundaries ito 

iprotect ithemselves ifrom iunwarranted iinterference iin itheir ilives, iallowing ithem ito inegotiate iwho ithey iare 

iand ihow ithey iwant ito iinteract iwith ithe iworld. iPrivacy ihelps ipeople iestablish iboundaries ito ilimit iwho ihas 

iaccess ito inot ijust itheir ibodies, iplaces iand ithings, ibut itheir icommunications iand itheir iinformation i(Privacy 

iInternational, i2017). i 

In i2012 ithe iPhilippines ipassed ithe iData iPrivacy iAct iof i2012 iwhich iis idescribed ias ia 

icomprehensive iand istrict iprivacy ilegislation ito i“protect ithe ifundamental ihuman iright iof iprivacy, iof 

icommunication iwhile iensuring ifree iflow iof iinformation ito ipromote iinnovation iand igrowth.” i(Republic 

iAct. iNo. i10173, iCh. i1, iSec. i2). iThe iImplementing iRules iand iRegulations iof ithe ilaw iis ialso iin iforce iand 

iit iserves ias ibasis iof iboth ipublic iand iprivate iinstitutions ion ihow ithey imanage ithe idata ithat ithey iare 

ihandling ifrom itheir istakeholders. iThe imain igoal iof ihaving ithis ilaw iand iits iIRR iis ito iprotect ipeople’s 

iprivacy. i 

The iPhilippine idata iprotection ilaw iimposes ia iseries iof irequirements iand icompliance idesigned ito 

iprotect iindividuals iagainst ithe irisks iresulting ifrom iprocessing personal idata. i 

The iRepublic iAct iNo. i10173 iof ithe iPhilippines ior ithe iData i iPrivacy i iAct i iof i2012 i iis i ia i ilaw i 

ithat i iaims i ito i iprotect iindividual’s i ipersonal i iinformation i iin iinformation i iand icommunications isystems 

iin iboth ithe igovernment iand iprivate isectorsithat was i iapproved i ion i iAugust i i15, i i2012, i iwhich i iis 

icomposed iof inine ichapters and i i45 isections 12. iMoreover, iits iImplementing iRules i iand i iRegulations i 

i(IRR) i iwas ipromulgated ion iAugust i24, i2016. iThe iImplementing iRules iand iRegulations i(IRR) ishall icover 

iall ithe imandated ifunctions iand iduties iof ithe iPhilippine iCompetition iCommission ito ifacilitate ithe 
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iimplementation iof ithe iprovisions iof iRepublic iAct i10667, iotherwise iknown ias ithe iPhilippine iCompetition 

iAct. 

Through iits idata iprivacy ipolicy iat ithe inational iand iregional ilevels, iDepartment iof iEducation iaims ito 

icomply iwith ithe irequirements iof iData iPrivacy. iRelatively, ithe iresearcher iis ia ipresent iAdministrative 

iOfficer iII iin ione iof ithe ielementary ischools iin iMabalacat iCity iSchools iDivision. iOne iof ithe iduties iand 

iresponsibilities iof ian iAdministrative iOfficer iis ito isecure idata iand icomply iwith ithe iexisting ilaws iwith 

iregards ito idata iprivacy iact icompliance. iIn iview iof ithese icontentions, ithis istudy iassessed ithe icompliance 

iwith ithe iData iPrivacy iAct iof iMabalacat iCity iSchools iDivision iin iterms iof itransparency, icollection, 

itechnical isupport, iorganizational istructure, iproportionality, iphysical isecurity, idata isecurity, iand ilegitimate 

ipurpose. iMoreover, iproblems iencountered iand ibest ipractices iin irelation ito ithe istudy iwere iidentified. iFrom 

ithe iresults iof ithe istudy, iaction iplan iis iproposed iand iimplications iwere idrawn. 

STATEMENT OF THE OBJECTIVES 

Generally, the study assessed the compliance, problems encountered and best practices with the Data Privacy 

Act of 2012 of the Mabalacat City Schools Division. 

Specifically, it answered the following questions: 

 

1. How is Data Privacy be described and evaluated based on assessment of the Administrative Officers 

and Administrative Assistants in terms of: 

1.1 Transparency; 

1.2 Collection; 

1.3 Technical Security; 

1.4 Organizational Security; 

1.5 Proportionality; 

1.6 Physical Security; 

1.7 Data Security; and 

1.8 Legitimate Purpose? 

2. Is there a significant difference between Administrative Officers and Administrative Assistants’ 

assessment relative to the extent of compliance with the Data Privacy Act of 2012? 

3. What are the problems encountered by the Administrative Officers and Administrative Assistants 

relative to compliance with Data Privacy Act? 

4. What are the best practices of the Administrative Officers and Administrative Assistants to keep 

abreast with the Data Privacy Law? 

5. What action plan may be proposed based on the findings? 

6. What are the implications of the study to Public Administration? 

 

SCOPE AND DELIMITATION 

     Generally, ithe istudy iaims ito iassess ithe iextent iof icompliance iwith ithe iData iPrivacy iAct iof i2012 iof 

ithe iMabalacat iCity iSchools iDivision. iThe istudy’s irespondents icomprised iof iAdministrative iOfficers iand 

iAdministrative iAssistants ifrom ithe iMabalacat iCity iSchools iDivision. iThis istudy iwas iconducted ifor ithe 

iSchool iYear i2022-2023 iin iMabalacat iCity iSchools iDivision. 

It iwas ifurther idelimited ito ithe ifollowing: ithe icompliance iwith ithe iData iPrivacy iAct iof ithe iDivision 

iof iMabalacat iCity ialong iwith ithe ifollowing ikey iitems: iTransparency; iCollection, iTechnical iSecurity, 

iOrganizational iSecurity, iProportionality, iPhysical iSecurity, iData iSecurity, iand iLegitimate iPurpose. iThe 

idifference ibetween ithe iAdministrative iOfficers’ iand iAdministrative iAssistants’ iassessment irelative ito ithe 

iextent iof icompliance iwith ithe idata iprivacy iact iof i2012. iMoreover, ithe ichallenges ior iproblems 

iencountered iby ithe iAdministrative iOfficers iand iAdministrative iAssistants iin irelation ito icompliance iwith 

ithe idata iprivacy iact iand ithe ibest ipractices iof ithe ischool ipersonnel ito ikeep iabreast iwith ithe idata iprivacy 

ilaw. iFinally, ithe ioutcome iof ithis ipaper iis ia iproposed iaction iplan ito ifurther iimprove ithe iimplementation 
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- Compliance 

- Best i Practices 

- Action i Plan 
- Implications to 

Public 

Administration 

Data i Privacy i Act i of 

i 2012 i 

Problems i Encountered 

iof ithe idata iprivacy iact iin ithe iDivision iOffice iand iimplications iwere ialso idrawn ifrom ithe iresults iof ithe 

istudy. 

CONCEPTUAL FRAMEWORK 

Data iPrivacy iin igeneral iis ivery isubjective iand imeans idifferent ithings ito idifferent ipeople. iCommon 

iamong iall iinterpretations iis ithe iperspective ithat iit iis ia human iright ibut iis icontext iand ienvironmentally 

idependent. i 

Figure i1 ishows ithe iparadigm iof ithe istudy. 

 

 

 

 

 

 

 

 

 

 

 

 

 

II. RESEARCH METHODOLOGY 

 

RESEARCH DESIGN 

This istudy ion ithe ilevel iof icompliance iwith idata iprivacy iact iof iMabalacat iCity iSDO iutilized 

iquantitative idescriptive iresearch idesign. iQuantitative idescriptive iresearch iis ia iquantitative iresearch imethod 

ithat iattempts ito icollect iquantifiable iinformation ifor istatistical ianalysis iof ithe ipopulation isample. iIt iis ia 

ipopular imarket iresearch itool ithat iallows ius ito icollect iand idescribe ithe idemographic isegment's inature. iIt 

iis iquantitative iin inature ias iit iattempts ito icollect iinformation iand istatistically ianalyze iit. iThis iresearch 

itype iis ia ipowerful iresearch itool ithat ipermits ia iresearcher ito icollect idata iand idescribe ithe idemographics 

iof ithe isame iwith ithe ihelp iof istatistical ianalysis. iThus, iit iis ia iquantitative iresearch imethod. 

Quantitative idescriptive iresearch irefers ito ithe imethods ithat idescribe ithe icharacteristics iof ithe ivariables 

iunder istudy. iThis imethodology ifocuses ion ianswering iquestions irelating ito ithe i“what” ithan ithe i“why” iof 

ithe iresearch isubject. iThe iprimary ifocus iof ithis iresearch iis ito isimply idescribe ithe inature iof ithe 

idemographics iunderstudy iinstead iof ifocusing ion ithe i“why”. iIt iis icalled ian iobservational iresearch imethod 

ias inone iof ithe ivariables iin ithe istudy iare iinfluenced iduring ithe iprocess iof ithe iresearch. 

 

LOCALE OF THE STUDY 

The istudy iwas iconducted iin ithe iDivision iof iMabalacat iCity. iMabalacat, iofficially iknown ias ithe iCity 

iof iMabalacat i(Kapampangan: iLakanbalen ining iMabalacat; iTagalog: iLungsod ing iMabalacat), iis ia i3rd iclass 

icomponent icity iin ithe iprovince iof iPampanga, iPhilippines. iAccording ito ithe i2020 icensus, iit ihas ia 

ipopulation iof i293,244 ipeople i(Census iof iPopulation, i2020). 

Mabalacat ihas ia iland iarea iof i83.18 isquare ikilometres i(32.12 isq imi). iIt iis i93 ikilometres i(58 imi) ifrom 

iManila, i10 ikilometres i(6.2 imi) ifrom iAngeles, iand i27 ikilometres i(17 imi) ifrom ithe iprovincial icapital, iSan 

iFernando. iIt ipolitically isubdivided iinto i27 ibarangays. 
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Figure i2 ishows ithe igeographical ilocation iof ithe istudy. 

 

 

 

 

 

 

 

 

Figure i2. iMabalacat iCity iMap 

 

RESEARCH INSTRUMENT 

       With anobjectiveito gatheritheineededidataionitheicompliance

iofiAdministrativeiOfficersiandiAdministrativeiAssistantsiwithithe iData iPrivacy iAct, ithe iresearcher iused iand 

iadopted ithe iPrivacy iImpact iAssessment. iThe isurvey iquestionnaire is itailored ifrom ithe iNational iData 

iPrivacy iCommission iToolkit i(2018). 

        Part ione iof ithe iquestionnaire iincludes ithe iextent iof icompliance iwith ithe iData iPrivacy iAct iof i2012 

iin iterms iof ithe ieight ikey iitems ireferring ito iTransparency, iCollection, iTechnical iSecurity, iOrganizational 

iSecurity, iProportionality, iPhysical iSecurity, iSecurity iof iPersonal iData, iand iLegitimate iPurpose. 

Part itwo iof ithe iinstrument iis idedicated ito iexplore ithe iproblems iencountered iin iimplementing ithe idata 

iprivacy ilaw iand ithe ibest ipractices ito ikeep iabreast iof ithe iprovisions iof ithe isaid ipolicy. 

 

DATA GATHERING PROCEDURE 

The iresearcher iasked ipermission ito iconduct ithe istudy ifrom ithe iOffice iof ithe iSchools iDivision 

iSuperintendent iof iMabalacat iCity. iAfter ithat, ithe iresearcher ibuilt iand iprovided ia iplan iof iaction ifor ithe 

iactual idata icollection iprocedure iusing ivarious isocial imedia ionline iand ioffline iplatforms. iPersonal 

icommunications ifrom ithe iresearcher iwere isent ito ithe irespondent ivia ivarious isocial imedia ioutlets. iThe 

irespondents iwere iable ito idiscuss ithe itools iwith ithe iresearchers ivia ithe iinternet. iThe irespondents’ itime 

iand ieffort iwere imuch iappreciated. iThe ionline isurvey iwas isent using iGoogle iForms. i 

The iresearcher iconducted iface-to-face iinterview iwhile iadhering ito iethical iguidelines iduring ithe 

iqualitative iresearch iprocess. iThe iresearcher iprovided iinformed iconsent ibefore iengaging iin ian iinterview. 

iThe iresearcher icontacted ithe ikey iinformants regarding ithe ipurpose iand iintention iof ithe iinterview. i 
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Data Analysis 

The igathered idata iwere itreated istatistically iusing ithe ifollowing istatistical techniques: i 

Weighted Mean. This was used ito idetermine ithe iextent iof icompliance iwith ithe idata iprivacy iact 

iof ithe I  division ioffice. iFurther, ithe ifollowing iscales iwill ibe iused ifor interpretation. i 

T-test ifor iIndependent iSamples. iThis itool iwas iused ito idescribe ithe idifference iin ithe 

iassessments between ithe iadministrative iofficers iand iadministrative iassistants concerning ithe iextent iof 

icompliance iwith the idata iprivacy iact iof i2012. i i 

Likert iScale. iIn idescribing ithe iextent iof icompliance iwith ithe idata iprivacy iact with ithe ifollowing 

I parameters. i 

Scale i Interval Adjectival iRating 

4 3.50 i- i4.00 Fully iCompliant i(FC) 

3 2.50 i- i3.49 Compliant i(C) 

2 1.50 i- i2.49   Moderately iCompliant i(MC) 

1 1.00 i- i1.49 Not iCompliant i(NC) 

 

 

III. RESULT AND DISCUSSION 

Table i1 

Transparency ias iAssessed iby ithe iAdministrative iOfficers iand iAssistants 

Indicators 
AO 

Mean 
Adjectival 

iRating 

ADAS 

Mean 

Adjectival 

iRating 

Weighted 

iMean 

Adjectival 

iRating 

Data isubjects 

iaware iof ithe 

inature, ipurpose, 

iand iextent iof ithe 

iprocessing iof ihis 

ior iher ipersonal 

idata. 

3.04 C 3.06 C 3.05 C 

Data isubjects 

iaware iof ithe irisks 

iand isafeguards 

iinvolved iin ithe 

iprocessing iof ihis 

ior iher ipersonal 

idata. 

2.93 C 2.54 C 2.74 C 

Data isubjects 

iaware iof ihis ior 

iher irights ias ia 

idata isubject iand 

ihow ithese ican ibe 

iexercised. i 

3.07 C 2.76 C 2.92 C 
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There iis ia 

idocument iavailable 

ifor ipublic ireview 

ithat isets iout ithe 

ipolicies ifor ithe 

imanagement iof 

ipersonal idata. 

2.50 C 2.51 C 2.51 C 

The isteps iin iplace 

ito iallow ian 

iindividual ito iknow 

iwhat ipersonal idata 

iit iholds iabout 

ithem iand iits 

ipurpose iof 

icollection, iusage, 

iand idisclosure. 

2.52 C 2.33 MC 2.42 C 

The idata isubjects 

iaware iof ithe 

iidentity iof ithe 

ipersonal 

iinformation 

icontroller ior ithe 

iorganization/entity 

iprocessing itheir 

ipersonal idata. 

2.25 MC 2.49 MC 2.37 C 

The idata isubjects 

iprovided 

iinformation iabout 

ihow ito icontact 

ithe iorganization’s 

iData iProtection 

iOfficer i(DPO) 

2.21 MC 2.69 C 2.45 C 

Grand iMean 2.65 C 2.63 C 2.64 C 

Fully iCompliant i(FC), iCompliant i(C), iModerately iCompliant i(MC), iNot iCompliant i(NC) 

The iprocessing iof ipersonal idata ishall ibe iallowed, isubject ito icompliance iwith ithe irequirements iof 

ithe iAct iand iother ilaws iallowing idisclosure iof iinformation ito ithe ipublic, iand iadherence ito ithe 

iprinciple iof itransparency. 

Transparency imeans ithe idata isubject imust ibe iaware iof ithe inature, ipurpose, iand iextent iof ithe 

iprocessing iof ipersonal idata, iincluding ithe irisks iand isafeguards iinvolved, ithe iidentity iof ipersonal 

iinformation icontroller, irights iasia data isubject, iand ihow ithese ican ibe iexercised. i 

From ithe itable iabove, iit ican ibe inoted ithat iout iof iseven iindicators iunder itransparency ithere iare 

itwo iindicators iwith imeans iof i2.25 iand i2.21, irespectively iinterpreted ias imoderately icompliant 

istating ithat ithe idata isubjects iaware iof ithe iidentity iof ithe ipersonal iinformation icontroller ior ithe 

iorganization/entity iprocessing itheir ipersonal idata iand idata isubjects iprovided iinformation iabout 
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ihow ito icontact ithe iorganization’s iData iProtection iOfficer i(DPO). iThe ifirst iindicator iof icompliance 

iwith ithe iData iPrivacy iAct iof i2012 iobtained ia imean iof i2.65 i(compliant). I 

Moreover, idata ion ithe itransparency ias iassessed iby ithe iAdministrative iAssistants. iIt ican ibe inoted 

ithat ia iweighted imean iof i2.63 i(compliant) isatisfied ithe itransparency iof idata iamong ithe 

iAdministrative iAssistants. iDifferences, ihowever, iare ishown ior iobserved iwhen icompared ito ithe 

iassessment iof icompliance iamong iAdministrative iOfficers. iIndicators ifive iand isix ihad i2.33 iand 

i2.49 imeans iinterpreted ias imoderately icompliant. 

Wilbert, iD i(2018) iexplained idata itransparency iaffords ireaders iaccess ito ithe ievidence ior idata iused 

ito isupport iempirical I research iclaims. iThis ipermits ireaders ito iappreciate ithe irichness iand inuance 

iof iwhat isources iactually isay, iassess I  precisely ihow ithey irelate ito ibroader iclaims, iand 

ievaluate iwhether ithey ihave ibeen iinterpreted ior ianalyzed icorrectly. 

According ito ithe ilaw, ipersonal idata imeans iany iinformation irelating ito ian iidentified ior iidentifiable 

iindividual; ian I  identifiable iperson iis ione iwho ican ibe iidentified, idirectly ior iindirectly, iin 

iparticular iby ireference ito ian iidentification I  number. 

The idata isubject imust ibe iprovided ispecific iinformation iregarding ithe ipurpose iand iextent iof 

iprocessing, iincluding, I  where iapplicable, ithe iautomated iprocessing iof ihis ior iher ipersonal idata 

ifor iprofiling, ior iprocessing ifor idirect imarketing, I and idata isharing. 

It ican ibe inoted ithat ithe ifirst iindicator istating ithat ithe icollection iof ipersonal idata ifor ideclared, 

ispecified, iand ilegitimate I purpose ihad ia imean iof i2.81 i(compliant). iThis iis ifollowed iby iindicators 

istating iindividual iconsent iis isecured iprior ito I  collection iand iprocessing iof ipersonal i iwith ia 

imean i2.96 i(compliant); iconsent itime-bound iin irelation ito ithe ideclared, I  specified, iand 

ilegitimate ipurpose iwith ia imean iof i3.04 i(compliant); iconsent iis iwithdrawn iat i3.23 i(compliant) imean; i; I 

 all ithe ipersonal idata icollected inecessary ifor ithe iprogram iwith i3.35 imean i(sometimes icompliant); ipersonal 

idata I  anonymized ior ide-identified iwith ia imean iof i3.04 i(compliant); icollection iof ipersonal idata 

idirectly ifrom ithe iindividual I with i3.0 imean i(compliant); inecessity ito iassign ior icollect ia iunique 

iidentifier ito iindividuals ito ienable iyour iorganization I to icarry iout ithe iprogram iat i2.69 imean 

i(compliant); ithere iis iauthority ifor icollecting ipersonal idata iabout ithe iindividual I from iother isources 

iwith ia imean iof i3.0 i(compliant); iand inecessity ito icollect ia iunique iidentifier iof ianother iagency iat I 

 2.81 imean i(compliant). iA igrand imean iof i3.00 iinterpreted ias icompliant isignaled ithat icollection iof idata 

ifollowing ithe I  required iprotocols iare ibeing icomplied. 
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Table i2 

                    Collection ias iAssessed iby ithe iAdministrative iOfficers iand iAssistants 

Indicators 
AO 

Mean 
Adjectival 

iRating 

ADAS 

Mean 

Adjectival 

iRating 

Weighted 

iMean 

Adjectival 

iRating 

The icollection iof 

ipersonal idata ifor ia 

ideclared, ispecified, 

iand ilegitimate 

ipurpose. 

2.81 C 2.89 C 2.85 C 

Individual iconsent 

isecured iprior ito ithe 

icollection iand 

iprocessing iof ipersonal 

idata. iIf ino, ispecify 

ithe ireason. 

2.96 C 3.09 C 3.02 C 

Consent itime-bound iin 

irelation ito ithe 

ideclared, ispecified, 

iand ilegitimate 

ipurpose. 

3.04 C 3.14 C 3.09 C 

Consent iis iwithdrawn. 3.23 C 3.20 C 3.22 C 

All ithe ipersonal idata 

icollected inecessary ifor 

ithe iprogram. 

3.35 C 3.40 C 3.37 C 

Personal idata 

ianonymized ior ide-

identified. 

3.04 C 3.17 C 3.10 C 

The icollection iof 

ipersonal idata idirectly 

ifrom ithe iindividual. 

3.00 C 2.74 C 2.87 C 

There iis iauthority ifor 

icollecting ipersonal 

idata iabout ithe 

iindividual ifrom iother 

isources. 

3.08 C 3.17 C 3.12 C 

Necessity ito iassign ior 

icollect ia iunique 

iidentifier ito 

iindividuals ito ienable 

iyour iorganization ito 

icarry iout ithe 

iprogram. 

2.69 C 3.20 C 2.95 C 
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Necessity ito icollect ia 

iunique iidentifier iof 

ianother iagency. ie.g. 

iSSS inumber, 

iPhilHealth, iTIN, iPag-

IBIG, ietc., 

2.81 C 3.00 C 2.90 C 

Grand iMean 3.00 C 3.10 C 3.05 C 

Fully iCompliant i(FC), iCompliant i(C), iModerately iCompliant i(MC), iNot iCompliant i(NC) 

 

 

Table i2 ialso iexplicates ithe idata ion ithe icollection iof idata ias iassessed iby ithe iAdministrative 

iAssistants. iA igrand I  mean iof i3.10 i(compliant) iobtained iby ithe iAdministrative iAssistants iis 

isomewhat ihigher icompared ito ithe igrand imean I of i3.0 i(compliant) iobtained iby ithe iAdministrative 

iOfficers. I 

In iData iPrivacy iAct iof i2012, igeneral iprinciples iin icollection, iprocessing iand iretention iis istated. 

iCollection imust ibe I  for ia ideclared, ispecified, iand ilegitimate ipurpose. iWhen iconsent iis irequired, 

iit imust ibe itime-bound iin irelation ito ithe I  declared, ispecified iand ilegitimate ipurpose. iConsent 

igiven imay ibe iwithdrawn. 

 

 

 

3.2 Issues and Concerns 

 

Table 3.2 Issues and Concerns Involving Information Dissemination 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 It shows in the table that mobilization of District Public Affairs and Information Unit got the highest frequency 

56 that ranks 1. Respondents claimed that there is lack of service vehicles for Information Staff. Without service 

vehicles, it would be impossible for the information staffs to document all the programs and projects of their 

respective districts to promote transparency among them and their stakeholders. Then followed by the Absence 

of support and assistance from top management for District Public Affairs and Information Unit got a frequency 

of 45 ranks number 2. There is insufficient support from top management for the District Public Affairs and 

Statements F R 

Lack of service vehicle for District Public Affairs and 

Information Unit 
56 1 

Absence of support and assistance from top management for 

District Public Affairs and Information Unit 
45 2 

Insufficient budget allocation for District Public Affairs and 

Information Unit 36 3 

Non- active participation of the stakeholders of District 

offices 
29 4 

Delayed releasing of information gathered by the District 

Public Affairs and Information Office 
18 5 

Non- participation of the District Public Affairs and 

Information Unit in the information dissemination process 7 6 

Non -implementation of policies regarding information 

dissemination 
2 7 
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Information Unit of their respective District Offices. These concerns reveal that the top management does not 

provide ample support for the Information Offices in promoting proper procedure in the information 

dissemination. 

Third in the rank is the statement that there is insufficient budget allocation for District Public Affairs and 

Information Unit got a frequency of 36 wherein there was no ample budget to cascade and provide the 

stakeholders the correct information that they ought to have. Then followed by the non-active participation of the 

stakeholders in the district offices got a frequency of 29 that ranks number 4. Stakeholders’ participation with the 

District’s Information Dissemination Process is a part of every agency’s development in terms of information 

cascading process. 

Then the fifth in the rank is the delayed release of information gathered by the district public affairs and 

information unit got a frequency of 18. Another concern of the respondents is the timeliness of the release of the 

information that was gathered by the information staff for the consumption of the stakeholders of the respective 

district offices. Then followed by the non-active participation of District Public Affairs and Information 

Unit in the information dissemination process got a frequency of 7 ranks number 6. Participation of the 

information staff also affects the information dissemination process if the district offices. Lastly, the non- 

implementation of policies regarding information dissemination process got a frequency of 2 ranks number 7. 

 
3.3 Intervention Measures 

Table 3.3 Intervention Measures 

It shows in the table that increase support from top management for information dissemination got the highest 

frequency of 63 that ranks 1. Respondents claimed that the support from top management for the District Public 

Affairs and Information Unit is needed to further enhance the process of information dissemination. It is essential 

for the top management to support their respective information unit because the latter is the one in charge of 

providing credible information to the public. 

Then followed by provide sufficient budget allocation for District Public Affairs and Information Unit with 

a frequency of 56 and ranks 2. It can be gleaned that Information Unit of each district offices need sufficient 

budget to gather information regarding the programs and projects of the said agency to provide the public with 

reliable information that they deserve. Such budget allocation for information unit shall be used for gathering, 

preparing and cascading the information for public consumption. Then the third in the rank with a frequency of 

21, stated that further improve the process of gathering and dissemination of information. Respondents thinks that 

the information unit shall always be develop since there is always an innovation and demand from the public with 

regards to the information that they need. Information Unit shall always base their process on the demand of their 

respective stakeholder. 

It is then followed by coordination with the implementing office within the district level as well as with the 

Regional and Central office regarding the proper guidelines of information dissemination process with a 

frequency of 11 and rank 4. Respondents also claimed that coordination by the Information Unit with other section 

within the district office as well as the Regional Public Affairs and Information Office and stakeholders Relation 

Services at the Central office of DPWH. Information Officers cannot work alone without coordination with other 

section within the district due to the fact that supporting document or information may be provided by them such 

Statements f R 

Increase support from top management for information 

dissemination 
63 1 

Provide sufficient budget allocation for District Public Affairs 

and Information Unit 
56 2 

Further improve the process of gathering and dissemination of 

information 
21 3 

Coordination with the Regional and Central Office regarding the 

proper guidelines of Information Dissemination Process 
11 4 

Coordination with all implementing office regarding the 

guidelines of information dissemination process 11 4 

Information Dissemination Process should be strictly in 

accordance with the Implementing Guidelines 6 6 
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as information or data about the infrastructure projects by the district office. Moreover, upon gathering credible 

data in the district level, it is necessary for the district public affairs information unit to coordinate with Regional 

Public Affairs and Information Office as well as the stakeholder’s relation services at the Central Office for proper 

documentation of all the communications being cascaded in the district level. Regional and Central Offices shall 

also have a record of the information being dissemination in the district level. Lastly, with a frequency of 6 and 

rank 6 state that information dissemination process should be strictly in accordance with the implementing 

guidelines. 
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