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Abstract:  We are running into many modern paradigms in development in today's field of digital technologies. IoT is perhaps the most 

frequently spoken about in the sector. The Internet of Things influences our lifestyle and is becoming technology which is growing 

fastest. IoT offers real time entity connectivity and also allows to maintain track of these artifacts. In IoT devices they are smartly linked 

so they can exchange info, resources with other machines. IoT uses different types of sensors embedded in different data emitting devices. 

These sensors use common IoT platform to share data. These platforms collect data from a variety of sources and then perform further 

analytics on data and finally extract essential information to share the result. The research article covers the definition of IoT, 
characteristics of IoT, IoT architecture and its working in stages and their applications. The key aim of this paper is to provide an 

description of the development and usage of the Internet of Things ( IoT), its characteristics and applications as well. 

 

Index Terms – Internet of Things, Sensors, Gateways. 

I. INTRODUCTION 

IoT refers to units which use the internet to accumulate and transmit facts. Unlike conventional cyber systems that connect 

computers for general purpose, IoT systems often connect highly specialized devices built for particular purposes with a restricted degree 

of programmability and customizability. In comparison to the highly centralized method of consolidating storage and processing 

resources in massive data centre’s, IoT system frequently shop and process facts in dispensed manner. IoT systems are also referred to as 

cyber-physical systems, unlike cyber-systems sensors collect data from the physical world using sensors and actuators. IoT creates new 

opportunities and vulnerabilities from the security and privacy standpoints. To date, however, industry and consumers have only just 
started technology’s advancement. IoT is a vast device of weird devices. All is done with sensors, sensors are installed in every physical 

unit, these sensors continuously emit data about the operating state of devices. IoT provides all these devices or sensors with a common 

platform for dumping their data into a common language for communication between all devices. Common elements found in low energy 

sensors, communication services (gateways, modems, routers), and battery support/power for touch screens in the IoT hardware area. 

When we speak about the IoT ecosystem there is no single architecture that is widely accepted as each company has specific criteria for 

each organization.        

The IoT time-period was first proposed in 1999 with the help of Kevin Ashton. It offers quite a number of layers used in IoT, and some 

related simple phrases. For example, when our regular family gadgets enter the web the computer can be recognized in IoT environment 

as a Smart-Home. For the future the IoT is no longer merely deeply imaginative and prescient. This is already being applied and has more 

impact than pure technical growth. 

II.  CHARACTERISTICS OF IOT 

IoT gives offerings at the world degree via the interconnection of a range of bodily gadgets the use of international infrastructure. 

A. Intelligence  

 IoT is an aggregate of hardware and software program along with complex algorithms and computations. The competency of IoT 

is improved due to its Genius which allows them to respond and act according to the situation. The interplay between exceptional units is 
solely because of its intelligence. 

 

B. Connectivity 
 Connectivity in IoT allows it to join more than a few daily use objects. This additionally makes way for new market 

opportunities by developing network of clever objects and applications. 

 

C. Dynamic Nature 

               The IoT units capture records from its surrounding environment. This is performed by means of dynamic modifications that take 

region round these devices. The state of IoT gadgets exchange dynamically like connected or disconnected and additionally due to 

temperature, region, sped. Also, it can alternate due to person, area, time. 
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D. Enormity 

              In the near future, the number of units linked to the community for conversations will be a lot larger than it is today. A record 

recommends that extra 5 million new devices are linked each and every day and the wide variety is also going to increase. 
 

E. Sensing 

            Sensors are an vital factor in IoT besides which the modifications cannot be detected and measured . Sensing technologies provide 

the means to build capabilities that represent a true consciousness of the physical world and its inhabitants. 

 

F. Diversity  

           Diversity or heterogeneity is one of IoT’s main features. Scalability, modularity, extensibility and interoperability are the main 

criteria for this diversity. 

 

G. Security 

          There are currently some IoT community safety and privacy problems which will disappear with extra progress in this discipline. 

Impervious statistics are very relevant as they are being passed between devices. 
 

 

Figure 2.1 IoT in a nutshell 

 

III. IOT ARCHITECTURE AND ITS WORKING IN STAGES 

 

Stage1: Identification 

             The different methods used in the IoT for identification are the Electronic product codes explicitly assigned to each entity. 

 

Stage 2: Sensors 

           The sensors collect data from environment or object under measurement and turn in to useful data. Sensing is for collecting various 

data from related objects and sending into the database, data warehouse or data center. Sensor fusion is the mechanism by which many 
sensors interface. 

Sensor fusion enables context perception, which has tremendous Internet of Things (IoT) potential. By integrating inputs from multiple 

sensors for more accurate and reliable sensing, sensor fusion can produce much higher levels of recognition and offer new responses. 

 Context is defined as the circumstances or facts that form the setting for an event, statement, situation or idea. The sensors may be 

temperature sensors, moisture sensors, gas sensors, ultrasonic sensors and many one of a kind sensors, transportable sensors, cell phones, 

etc. Sometimes it also includes data aggregation system, analog to digital conversion, communication technologies. 

 

Stage 3: Internet Gateways 

         The Internet Gateway receives aggregated and digitized data and routes it over WIFI, wired LANs, or the internet to stage 4 for 

further processing. It connects heterogeneous objects together to offer specific services. It transfers sensor data between different layers 

through network. Sensor data begins in analog form, aggregating data and translating it into digital streams for further processing 

downstream data acquisition systems perform data aggregation and conversion functions.  The data acquisition system connects to sensor 
network, aggregates outputs and performs analog to digital conversion. The networking protocols for the IoT include Wi-Fi, Bluetooth, 

IEEE 802, Z-wave, LTE-advanced near field communication, ultra – wide bandwidth, low power wide area network, emerging standards. 

 

Stage 4: IoT Data Processing  

           Once IoT data has been digitalized and aggregated it is ready to cross into the realm of Information Technology. The prepared data 

is forwarded to IT World. In particular Edge IT system performs enhanced analytics and pre processing. However, the data may require 

further processing before it enters the data centre. The critical purpose of this stage is to process and compress to the optimum size for 

further study the enormous amount of knowledge gathered at the preceding stage. This is where Edge IT systems, when perform more 

analysis, come into play. It consists of synthetic intelligence, laptop learning. 
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Figure 3.1 Architecture of an IoT 

  

Stage 5: Analysis, Management and Storage of data 

          In order to make tremendous an in-depth review, statistics from specific sources can be used here, allowing in-depth processing 

along with a follow-up for feedback. Previous stage data is forwarded to physical data center or cloud-based systems where data can be 

analyzed, managed and stored securely by more powerful IT systems. The information is brought back to the physical world through 

actuators after meeting all the quality standards and specifications. 

 

Stage 6: User Services 

         The data obtained are then used by the collaborative aware services to make decisions and to respond accordingly .User structures 
are designed to grant systems on request, at anytime and anywhere. 

                                   

Figure 3.2 Simplified block diagram of the basic building blocks of the IoT 

IV. APPLICATIONS OF IOT 

      The most important applications are The smart homes, wearables,connected cars,connected Health,Smart Retail, Smart    supply 

chain,Industrail Internet,Smart Cities,Smart Farming,Smart Factory. Smart cities, like the identify suggests, It is a huge innovation the 

place it entails Automatic watering of plants, water distribution, Automatic Street lights, Automatic rubbish monitoring, Environmental 

monitoring and site visitors management. 

IoT solutions supplied in the clever city remedy quite number city-related problems, comprising of traffic, decreasing air and noise 

pollution, and supporting to make cities safer and healthier. 

Smart Factory, like the identify suggests, machines work with intelligence, other way to suppose of the Industrial Internet/Smart 

manufacturing unit is by way of looking at linked machines and units in industries such as strength generation, oil, gas, and healthcare. 
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Figure 4.1 Various applications of  IoT 

 

It additionally makes use of conditions the place unplanned downtime and system disasters can result in life-threatening situations. 

Alcohol detection and worker health monitoring all through fingerprint access, Automatic floor cleaner, These structures are useful and 

can provide ease of use however are now not reliable because they do now not typically create emergency conditions if a downtime was 

once to occur.  

IoT in healthcare brings new tools updated with the ultra-modern technological know-how in the ecosystem that helps in developing 

higher healthcare. IoT helps to revolutionize healthcare and furnish pocket-friendly options for each the patient and healthcare 

professional, it includes faraway monitoring gear to develop and clever sensors to gear integration. It has the plausible to improve how 

doctors supply care and also keep patients safe and healthy. Healthcare IoT can enable patients to spend extra time interacting with their 

doctors, which can boost affected person engagement and satisfaction. From private health sensors to surgical robots.  

Smart farming is an frequently overlooked in IoT applications. However, because the range of farming operations is generally far-off and 
the wide range of cattle farmers are working on, all of this can be monitored through the Internet of Things and can revolutionize the way 

farmers work every day. But, this thought is but to attain a large-scale attention. Nevertheless, it nonetheless remains one of the IoT 

functions that need to no longer be underestimated. Smart farming has the conceivable to end up an important utility field, especially in 

the agricultural-product exporting countries. 

CONCLUSION 

IoT offers increased quality of life and business efficiency. This has the potential to allow the extension and enhancement of key 

infrastructure in health care, transport , logistics, defense , education across widely dispersed and locally-intelligent smart device 

networks and a comprehensive application creation ecosystem. While considerable efforts are needed to mobilize the industry to step 

beyond the early stages of business growth towards market maturity by unlocking the hidden opportunities presented by IoT. The market 

can position specific demands on mobile networks in terms of content delivery, consumer charging model and the ability to provide IoT 

services, etc. This can present a threat to mobile service providers. The pieces of the technology puzzle come together to welcome IoT 
sooner than most conservatives expect. Much like it wasn't so long before, the internet was a popular word in a matter of years, and then a 

must. The Internet of Things would likely reach any part of human life faster than we would think. 
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