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1. LITERATURE SURVEY

Qiang Ye et al.[1] proposed, Token-Based Adaptive MAC for a Two-Hop Internet-of-Things Enabled MANET. In this
paper using optimal super frame length calculation algorithm based on a comparison with other two MAC schemes, the TA-MAC
demonstrates much better scalability for the l0T-based two-hop environment in presence of network load dynamics, especially in a
high traffic load condition.

Bilal R. Al-Kaseem et al.[2] proposed,SD-NFV as an Energy Efficient Approach for M2M Networks Using Cloud—Based
6LOWPAN Test bed .In this paper they used using Routing Algorithm. T his research study SDN and NFV have been envisioned as
the most promising techniques to improve network programmability, simplicity, and management in cloud—based 6LoWPAN
gateway.

Hayder A. A. Al-Kashoash et al.[3] proposed,Optimization Based Hybrid Congestion Alleviation for 6LoWPAN
Networks.In this paper, Congestion control algorithm were used to improves the QoS parameters i.e. throughput, weighted
fairness index, end- to-end delay, energy consumption and lost packets due to buffer overflow as compared to existing
algorithms.

Annie Gilda Roselin et al.[4] Proposed Lightweight Authentication Protocol (LAUP) for 6LoOWPAN Wireless Sensor
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Networks. This work was based on LAUP algorithm for authentication and key distribution is highly secured, scalable for
LoWPAN networks and flexible enough to update the keys.

Bilal R. Al- Kaseem et al.[5] proposed,A New Intelligent Approach for Optimising 6LoWPAN MAC Layer Parameters. This
paper proposed with Genetic Machine Learning Algorithm was used. As a result, with the optimal MAC parameters were
feasible for both unsaturated and saturated conditions with or without retransmission option and the channel throughput
can be increased by setting the MAC layer.

Ahmed Raoof et al.[6] proposed their experiences with The Effect of Buffer Management Strategies on 6LoWPAN'’s
Response to Buffer Reservation Attacks. Hash algorithm wasused. This was designed our results show that using a “slotted”
buffer would enhance 6LOWPAN’s response against these attacks. The simulations also provide an in-depth look at using scoring
systems to manage buffer cleanups

Luis M.L. Oliveiraet al.[7] Developed a method for Network Admission Control Solution for 6LoWPAN Networks Based
onSymmetric Key Mechanisms. This can achieved by solution includes node presence detection and authentication, administrative
node authorization and data filtering to discard frames from/to unauthorized nodes by using the standard 6LoOWPAN Neighbour
Discovery and RPL protocols.

Wasan Twayejet al.[8] proposed, M2M Energy Efficiency Routing Protocol MLCMS by using 6LoOWPAN Based on IoE .
In this paper using clustering algorithm for the use of the energy-efficient multi- sink clustering algorithm (MLCMS) for M2M is
strongly recommended. Moreover, the deployment of the sink nodes with an optimal multiple number has been introduced based on a
number of experiments.
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Figure 1.1: The architecture of 6LoOWPAN
V. ROUTING
The router is responsible for establishing reachability, forming paths to destinations that minimize some routing metric by
maintain in forwarding table entries, Ad-hoc wireless networks make routing challenging because there is no strictly defined
topology. Instead, the router must infer a topology from varying link connectivity and account for links that are neither good nor bad

IJCRT1705396 International Journal of Creative Research Thoughts (IJCRT) www.ijcrt.org 1039



www.ijcrt.org © 2018 IJCRT | Volume 6, Issue 1 January 2018 | ISSN: 2320-2882

but in between. Resource constraints add to the challenge by limiting how often the router can probe neighbors and how much routing
information it can maintain or communicate

In order to meet the security requirements, sensor nodes must be capable of performing complex encrypting and
authentication algorithms. In fact, radio communication channels can be easily tapped and become available for intruders. The only
way to avoid it is encrypting of all data transmitted in the WSN. Many modern sensor nodes make it possible to flexibly set traffic
encryption in the network. In some platforms it is made by means of software, but some sensor nodes include special hardware
encryption blocks. But in any case, encryption requires additional expenditure of energy, and it has negative impact on WSN lifetime.

V. ROUTINGPROTOCOLS IN 6LoWPAN

The routing protocol in 6LoWPAN is very sensitive due to limited node’s capabilities in terms of power, transmission range,
and so forth. Routing in 6LOWPAN is divided on the basis of layering decision, application-based, and other parameter bases. On the
bases of layering, decision the routings are of two types: mesh-under routing and route-over routing. In mesh routing, routing decision
is taken on adaptation layer and in route-over routing, routing decision taking is on the network layer. Based on application
requirements, the routing in 6LoWPAN can be divided as data-aware routing, probabilistic routing, geographic routing, event-driven,
query-based routing, and hierarchical routing. The different routing protocols in 6LoWPAN are LOAD,MLOAD, DY MO-Low, Hi-
Low, Extended Hi-Low, S-AODV and so forth.
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Figure 1.2: Protocol Stack

VILI. ROUTE-OVER ROUTING
In route-over routing scheme, all routing decisions are taken in the network layer where each node acts as an IP router. Each
link layer hop is an IP hop in the route over the scheme. The IP routing supports the for-warding of packets between these links. In
this adaptation layer of 6LoOWPAN establishes a direct connection between the frame and the IP headers.

VIIl. COMPARATIVE STUDY
|[RESEARCH PAPER|JALGORITHM] DESCRIPTION |
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X. CONCLUSION

In this paper, we reviewed some existing research related to our proposed work. In existing work above reviewed all
routing protocols have some disadvantages in 6LoOWPAN like LOAD, M-LOAD, DYMO-Low, Hi-Low and Extended Hi-Low
compared on the basis of different metric like energy consumption, memory uses, mobility, scalability, and so forth. So, we
proposes AODV(Ad hoc on-demand distance vector) Protocol AODV protocol which provides benefits in terms of traffic
reduction, power consumption, and network lifetime extension, for 6LoWPANwith Wireless Sensor Networks for secure data
transmission using Diffie-Hellman key exchange algorithm . Finally,Our proposed system will used for defence which can
implemented in Military.
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