
www.ijcrt.org                                                     ©  2018 IJCRT | Volume 6, Issue 1March 2018 | ISSN: 2320-2882 

IJCRT1134392 International Journal of Creative Research Thoughts (IJCRT) www.ijcrt.org 605 
 

UNDERSTANDING THE CONCEPT OF 

SERVICE DRIVEN ROUTING PROTOCOL  

 

1Author: Ravi Kishore Veluri and 2Author: Dr. Neeraj Sharma 

1Author is PhD scholar and 2Author is Associate Professor in CSE department at Sri Satya Sai University of 

Technology & Medical Sciences 

 

Abstract: 

Non - licensed ISM (Industrial-Scientific-Medical) bands are used for Bluetooth's wireless communication 

networks. Piconets are composed of approximately two Peripherals that use the same distribution channels. 

Bluetooth units can only exchange messages in one piconet at a temporal, thus their collaboration in many 

piconets must be on a time-division numerous bases in view of this. The article's goal is to understand how 

scatternets may be formed, routed, and protected in order to facilitate communication in these networks. 

Furthermore, we propose a connection layer security program that secures communication between nearby 

piconet masters in what we termed an Extended Scatternet Neighborhood (ESN). The topic of scatternet 

communication is the focus of this paper. 
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1. INTRODUCTION 

Non - licensed ISM (Industrial-Scientific-Medical) 

bands are used for Bluetooth's wireless 

communication technology. Piconets are made up of 

at least two Bluetooth devices that use the same 

channel structure. It is possible to have a leader and a 

slave in a piconet. Only one master and up to 7 active 

pupils can be in a piconet at a time. In a piconet, any 

Bluetooth device may be a master. Furthermore, at 

least two piconets may be linked together to form a 

scatternet, which is a type of network. A Bluetooth 

device from each of the two piconets serves as the 

source of connection between the two networks. It is 

possible for a Bluetooth device to be a slave in 

numerous piconets, but only a master in one at the 

same moment. Bluetooth units can only send and 

receive messages in one piconet at a time, thus their 

collaboration in many piconets must be on a time-

division multiple basis in light of this. The Bluetooth 

framework uses slotted time-division duplex (TDD) 

for duplex communication, with each gap of 0.625 

ms in length. In a Bluetooth piconet, only data may 

be sent from the master to the slave and back again. 

The Bluetooth is another origination which is gotten 

from the tenth Century Denmark ruler Harold 

Bluetooth. As we realize that Bluetooth is a 

recognized point for youthful network specialists 

who like to execute wireless networking applications. 

The Bluetooth is an approach which upholds for 

squat degree wireless data and furthermore 

continuous Bi-directional voice move participating 

instruments. The Bluetooth communication 

framework works in the overall permit less data rate 

speed of around 3 Megabits (Mb/s) and it covers a 

squat range. It is additionally used to tie one 

instrument with some other device. In now daily's 

Bluetooth empowered supplies, for example, Mobile 

telephones, Head telephones, Personal Computer's, 

Laptops, Printer's, Mice and Keyboards are mostly 

moved everywhere on the world. In the year 2016 

three billion Bluetooth supplies were pick increased 

and this number which quickly increments in the 

close to transporter. The objective anticipated for the 

year 2018 is as overhead as 6 billion Bluetooth 

devices. In this manner it is profoundly imperative to 

show the unmistakable fascination on Bluetooth 

security debates. In the current situation the interest 

for wireless communication frameworks and their 

interconnections are quickly blasting. Bluetooth is an 

International most recent received standard 

communication convention strategy which achieves a 

conclusive part at two stages:  
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i. It partakes for an arrangement at the least 

actual level (radio-recurrence standard).  

ii. It additionally performs vital part at the 

following impending level, where items 

ought to be tie of the law, for example, 

when the pieces have sent, the number of 

pieces are sent at a time and how the 

clients in an exchange affirms that the 

message got matches with the message 

initially sent.  

Bluetooth is an accepted international standard 

addressed by Bluetooth Special Interest Group 

(BSIG). At first Bluetooth was considered as a basic 

sequential wire has been surrogated for an electronic 

device. Right now, we realize that Bluetooth 

innovation empowers progressed functionalities, for 

example, Ad hoc networks and furthermore 

Augmented Protocol activity for Internet 

connections. 

2. A SERVICE DRIVEN ROUTING 

PROTOCOL FOR BLUETOOTH 

SCATTERNETS  

The 2.4 GHz frequency is home to Bluetooth, which 

is a reduced (1-100 mW) growing standard ($10). 

This method uses Frequency-Hopping Spread 

Spectrum (FHSS). Radio-frequency high bandwidth 

pathways are shared by Bluetooth devices in the 

band. There must be at least two hubs with 

comparable channels in order for a piconet to be 

formed, with one hub acting as the master and the 

others as slaves. Piconets are formed during the 

"inquiry" and "page" stages of building up a 

connection between a master unit and an 

implemented in various. Separated by the "inquiry" 

method, which identifies gadgets that may be 

accessed, and linked together by this procedure, the 

owner and his slaves can be identified. It is possible 

for Wireless systems to learn out what capabilities 

other Bluetooth devices may provide when a 

connectivity and an affiliation are created. This is 

done using the Service Discovery Protocol (SDP). 

Bluetooth has two major modes: reserve (which 

listens for queries in intermittent time-slots) and 

operational (some portion of a piconet). In contrast, 

SNIFF, HOLD, and PARK have been defined as 

three power-saving options.  

i. During periods of low activity, slaves 

are put into SNIFF mode, which 

reduces their obligation cycle. This 

means that the slave listens in every 

TSNIFF interval, but is still 

considered to be an active piconet 

member. 

ii. A piconet is in HOLD mode when a 

phone is not transmitting or receiving 

data. Each party must agree in 

advance how long the other party will 

be in HOLD mode before going into 

it.  

A slave in PARK mode moves very little and 

consumes very little power. Therefore, it relinquishes 

its active portion addressing AM ADDR and ceases 

to care about the piconet channel. With many bands 

used by the radio link, several piconets can coexist in 

the same region without interfering with others. 

3. SERVICE DRIVEN ROUTING 

PROTOCOL (SDRP)  

The "inquiry" and "page" phases of Bluetooth 

piconet construction are required. The "inquiry" 

organisation differentiates the region's available 

gadgets... A Bluetooth device responds to these 

queries by delivering a Frequency Hopping 

Synchronize (FHS) packet that includes its location, 

clock data, Class of Device (CoD), and other details. 

The CoD field is broken down into three sections: 

substantial service class, major equipment category, 

and minor device category. The CoD field can be 

used to direct the rundown of all the responsive 

devices. Every device's service level may be seen 

here. Potential masters often have two records, one 

having devices with the CoD service field that 

coordinates the indicated service and the other 

containing additional devices that offer other 

services. At this stage, the "page" procedure ties the 

master to the slaves that have been selected from the 

main rundown. The Endurance athletes are the 

collective name for these enslaved companions. 

Bluetooth devices may discover all that other 

Bluetooth devices have to offer via the Service 

Discovery Protocol (SDP) when a link and affiliation 

are established (for example services). This is the 

final step in sorting through the slave list. 

3.1 Bluetooth Scatternet Formation Protocol 

A new low-cost and low-power short range radio 

breakthrough is Bluetooth. A Bluetooth network 

configured for specific purposes can serve a wide 

range of useful activities. For example, in a 

conference room, an impromptu network can send a 

particular proclamation to the Bluetooth-enabled 
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smartphones and portable PCs. EMID 

(electromagnetic ID) readers may be quickly set up 

using Bluetooth hoc networks. Recently, there has 

been a significant uptick in the number of researchers 

looking into the topic of on-the-fly connectivity. 

Impromptu connections have been the subject of 

several studies. Most of these tests assume that any 

two hubs within range may communicate with one 

another. Consequently, a diagram of a particular 

network may be drawn so that all the in-range hubs 

are connected. For example, a link-layer model based 

on or similar to the IEEE 802.11b standard has been 

used in reproduction-based analyses of special-

purpose routing protocols. Despite this, the use of a 

Bluetooth-based special purpose network introduces 

unique challenges. Other wireless networks do not 

have Bluetooth restrictions. Piconets, for example, 

are used in the construction of Bluetooth networks. 

Up to seven slaves can be found in each piconet. By 

sharing slaves, piconets may be linked together to 

form a larger scatternet. When a scatternet has more 

piconets, the rate of bundle effects rises. This is 

because the setup of a scatternet has a significant 

impact on network performance. First, before we can 

use Bluetooth impromptu networking, we must first 

build an efficient protocol for creating a scatternet 

from isolated Bluetooth headphones.  

4. PROBLEMS AS WELL AS REQUESTS 

IN COMMUNICATION OF 

BLUETOOTH  

There are a plethora of unanswered questions 

surrounding Bluetooth right now. Data transmission 

is only possible across shorter displacements, which 

is the fundamental limitation. The only option is to 

wait for the network congestion to pass before we 

can proceed. A poor transmission rate is possible if 

the network is overcrowded. The low force of 

Bluetooth transmission is another source of 

aggravation. Bluetooth devices have a range of 

around 10 meters when using low-force devices (32 

feet paper). Bluetooth does not require a direct view 

between communications systems, even when the 

force is weak. The Pico net hubs' circumstances may 

be classified into groups. All of these terms refer to 

the same thing: fluid. Data exchange takes place only 

among dynamic hubs, although the hubs' statuses can 

change at any time. As a result, there will be a more 

visible Bluetooth plan test. Picking a master hub and 

the highest amount of hubs that may be used to 

connect to other Pico nets are the most difficult 

issues to solve. Bluetooth networking's security is a 

big concern. 

Unlicensed frequency bands used by Bluetooth make 

it vulnerable to a wide range of security threats. Skill 

acquisition, identification, and encryption protocols 

are some of the security measures in piconet to 

ensure that piconet communication is safe. The 

Bluetooth Specification provides this information. 

The scatternet's ability to protect communications is 

an open experiment. There is now a sampling rate of 

roughly 3 megabits on the Bluetooth network. This 

sluggishness is especially apparent when sending 

really large documents. In the 2.4 GHz band, all 

Bluetooth-enabled devices operate, which is the same 

frequency used by microwaves, cordless phones, and 

the bulk of Wi-Fi devices. Due to this frequency 

sharing, some of the signs damage, don't reach at 

their target, and have to be re-sent. This might lead to 

a poorer network performance overall. Bluetooth is 

primarily designed for low-force data transfer over 

short distances. The fundamental drawback of this 

technology is that the hubs involved in the data 

movement must be quite near to one other. Even if 

the device is turned on, we can't get to it properly due 

of the reach limits. In figure 1, this is handled. This 

leads to a greater proportion of Bluetooth-enabled 

devices being dormant on a regular basis. This will 

reduce the amount of information that can be 

exchanged.

 

 

Figure 1: Limit of Bluetooth gadgets 
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5. AN METHODOLOGY FOR FORMING 

BLUETOOTH SYSTEMS WITH NON-

UNIFORM DEVICE DISPERSION  

Ad hoc networks may be built using Bluetooth, 

among the most important wireless breakthroughs. 

Piconets and scatternets are two types of ad hoc local 

area networks that Base stations may form 

(Bluetooth SIG). A piconet consists of a master hub 

and up to seven slave hubs, each of which may 

connect to up to eight active Bluetooth devices. In 

the event that a pair of hubs share the same piconet, 

they can interact with one another Master-to-slave or 

master-to-slave transmission is the only option in a 

piconet. From now on, the only way for two slave 

hubs to connect is through the master hub. In a 

scatternet, two or more Bluetooth piconets 

interconnected by bridge or doorway hubs are 

referred to as "scatternets." Using this connectivity, 

equipment that may not be able to communicate with 

one other are able to interact. 

There are two ways a bridge hub can operate: as a 

ruler in one piconet and a slave in all the others 

(Slave–Slave (SS) bridge) or as a teacher in one 

piconet and a servant in most others. An example of 

a Bluetooth scatternet made up of three piconets and 

two SS and One MS Bridges is shown in Fig. 1.6 

(right). The inter-piconet communication is sent by 

switching among piconets on a recurring basis. 

Acceptable method for scatternet creation, 

scheduling, routing, and management are not 

required by the Bluetooth standards. Numerous 

research endeavors have been spurred on by this, 

with a focus on developing and testing new strategies 

for dealing with different situations and objectives. A 

connected network geography that fulfils provided 

goal quality requirements is obtained by following a 

scatternet creation program's many steps, which 

begin with a discovery phase and continue with job 

assignment and connectivity stages. Inter-piconet and 

intra-piconet traffic must be coordinated by a 

scheduling mechanism called scatternet. Traffic must 

be routed via several piconets efficiently using 

scatternet routing techniques, which are necessary 

when there are numerous possible routes. Lastly, in 

the event that a hub fails, moves or joins the 

connection, scatternet management procedures are 

used to preserve uptime and legal functioning

. 

 

Figure 2: Situation in which three piconets form a Bluetooth scatternet 

Tree, ring, and infrastructure scatternet creation 

techniques may be divided into three types. The root 

hub of a tree-based geography has several levels of 

descendent tree hubs, which are produced from a 

single hub at the root. Tree-based protocols are 

known for their low path lengths and straightforward 

routing. Every time a master hub functions as a slave 

in another piconet to exchange inter-piconet data, the 

accompanying intra-piconet traffic is halted, resulting 

in increased delay owing to the negative impacts of 

bottleneck hubs, which can lead to capacity 

limitations or network segmentation. Examples of 

tree-based scatternet formation protocols are 

BlueTrees and TSF (tree scatternet synthesis). A ring 

construction with SS or MS bridges creates ring-

based regions. Compared to other protocols, ring-

based procedures are more reliable and have simpler 

routing. To make matters worse, because of the 

longer distances and superior made to-end latencies 

that they face.  

There is a downstream and an upstream piconet for 

each piconet in the forward and reverse linkages. 

Once the target hub is achieved, packets flow in the 

same direction as the circle (clockwise or 

anticlockwise). An instance of a ring scatternet 
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creation protocol with SS bridges is BlueRing. To 

link to the upstream or downstream piconet (named 

the upstream or downstream bridge), each piconet 

has a slave designated as a bridge (called the 

downstream bridge). Each footbridge has a 

downstream and a southbound supervisor hub. As a 

result, each piconet must contain at least two slaves 

in extra to the master hub. BlueRing is a platform 

independent, meaning that no routing information 

should be stored by any hub after the ring is 

established, which is critical for circumstances where 

Bluetooth devices have limited memory capacities. 

ROM is an instance of a scatternet creation protocol 

that uses MS bridges in a ring. According to 

objective performance requirements, such as 

reducing energy use, optimizing network lifespan, 

providing multiple pathways between every pair of 

hubs or guaranteeing an unmistakable degree of 

power in a lattice-based geography, there is no 

specific structure.  

When it comes to network construction, scheduling, 

and routing, cross section based protocols are 

typically less predictable than simple tree and ring 

based protocols. SS or MS bridges, or a mix of the 

two, can be used to create cross-section-based 

geographies. BTCP (Bluetooth Topology 

Construction Protocol) is an example of a network-

based scatternet creation procedure that relies on MS 

bridges. BlueNet, BlueStars, BlueMesh, and lattice-

based scatternet creation methods all rely on SS 

viaducts. BlueNet is a three-phase distributed 

protocol. While tree-based methods need that a hub 

be designated as a core, this protocol will not really 

require that any hub be designated as such. 

6. CONCLUSION 

Scattered transmission is addressed in this research. 

There are no techniques presented for the four pillars 

of an inter-scatternet protocol stack: creation, 

routing, Inter Piconet Scheduling (IPS), and 

encryption in the Bluetooth standard despite the fact 

that scatternets are theoretically described. In order 

for Bluetooth R devices to connect with any more 

than seven other gadgets, a scatternet must be 

established. Each piconet in the scatternet is 

composed of a single owner and up to seven 

subordinate gadgets, which are interspersed 

throughout the piconets. An Inter Piconet Scheduling 

algorithm (IPS) may also be used to coordinate the 

participation of inter-piconet bridge devices in each 

segment of the piconet. An method that works with 

either the creation and IP protocols is also needed for 

devices in an array to connect in a scatternet. Bridge 

nodes connecting parts of a piconet should be used to 

store and forward packets, as they are essential of the 

gateways function. Bluetooth R scatternets, like 

Bluetooth R Wireless Personal Area Networks 

(WPANs), are vulnerable to security threats as well 

as other threats, such as resources fatigue and 

communication congestion. Some other major 

challenge is safeguarding privacy protection while 

securing in Bluetooth R scatternets. As there are 

numerous techniques in the writings depicting the 

establishment of Bluetooth R scatternets, we have 

committed to displaying six scatternet topology 

concepts, constructing requirements for skillful 

creation of scatternets within certain topology 

configurations, and categorising scatternet forming 

methodologies into single-hop, multi-hop, but rather 

enhanced geographic locations.  
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